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1.0 INTRODUCTION

This is an integrated wireless IP Camera solution. It combines a high quality digital Video Camera with
network connectivity and a powerful web server to bring clear pictures to your Desktop from anywhere on
your local network or over the Internet.

The main function of the camera is to transmit remote video over IP network. The high quality video image
can be transmitted with 30fps speed on the LAN/WAN by using MJPEG hardware compression technology.
It is based on the TCP/IP standard, build-in WEB server which supports Internet Explorer. Therefore the
management and maintenance of your camera becomes simple by using the network to achieve the
remote configuration, start-up and to upgrade firmware.

You can use your I[P Camera to monitor your home or your office. Also, controling and managing images
are simple by visiting the web site.

1.1 Features

¥¢ Powerful high-speed video protocol processor

¥¢ High-sensitivity 1/4’” CMOS sensor

¥t Picture total 300K pixels

¥ Supports Pan and Tilt (PT) control, Pan 270°, Tilt 120°

¥ Optimized MJPEG video compression for transmission

¥ Multi-level user management and passwords definition

¥ Embedded Web Server for users to visit by IE

¥ Supports wireless network (WI-FI/802.11/b/q)

¥¢ Supports Dynamic IP (DDNS) and UPNP LAN and Internet (ADSL, Cable Modem)
Y Gives an alarm in case of motion detection

¥¢ Supports image snapshot

¥¢ Supports multiple protocols: HTTP/TCP/IP/UDP/SMTP/DDNS/SNTP/DHCP/FTP
Y Supports WEP/WPA/WPA2 encryption

¥ Supports 3G phone, Smart phone control and surveillance

¥ Supports IE, Firefox, Safari, and Google chrome browsers

1.2 Packing List

Please check that the following items are included:

e |P Camera with 6.0mm Lens

e Power Supply

e Wi-Fi Antenna

e Network Cable

e Mounting bracket

e Quick Setup Guide

e CD with software and manual
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1.3 Product Views

1.3.1 Front View

1.Sensitive

Hole

2R LED

A 6.Speaker
4 Metwork :
indicator 7 Wireless

Antenna

5.Microphone

Figure 1.1

1 Light Sensitive Hole: For light sensitive photocell

2 Infrared LED: 10

LEDs

3 LENS: CMOS sensor with fixed focus lens. (Default is 6.0mm, 3.6mm optional)
4 Network Indicator LED: If there is network activity, the LED will blink
5 Microphone: Build-in microphone

6 Speaker: Build-in speaker

7 Wireless Antenna: Wi-Fi Antenna

1.3.2 Rear Panel

July 2012

Network Indicator LED

LAN Antenna /O Alarm Pin Power

Audio Output

Figure 1.2

5

IPV38 Version 1.3



LAN: RJ-45/10-100 base T

Power: DC 5V/2A power supply

Network Light: The green LED is on when connected to the network, the yellow LED blinks when data is
transferred.

Audio Output: The jack is used to connect an external speaker

/0 PINS: 1: Output A 2: OutputB 3: Alarm input 4: Input (GND)

1.3.3 Bottom View

Figure 1.3

Please note the unique MAC and DDNS addresses on the bottom of the camera (different for every
camera).

RESET BUTTON: Press and hold the RESET BUTTON for 15 Seconds to reset the camera back to the factory
default settings. (Please keep the power on when doing a RESET)

1.4 PC System Requirements

System configuration requirements:

CPU: 2.06 GHZ or above.

Memory: 256M or above.

Network Card: 10M or above.

Display Card: 64M or above memory.

Recommended Operating system: Windows XP, Windows Vista, Windows 7.
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1.5 Hardware Installation

You need to set up your camera using a network cable (wired) first, before you can use it wirelessly, so let’s
start with plugging in the network cable. Follow the steps below to set up your camera hardware.

1. Plug one end of the network cable into the camera, and the other end into an empty port of your
router/switch/modem.

2. Install the Wi-Fi antenna.

3. Plug the power adaptor into the camera and into an AC outlet.

4. Please note that your power supply will fit both the AC outlet and the Audio Output, please make sure
you put it in the AC outlet, or your IP camera will not be powered.

5. It takes approximately 30 seconds to boot up the camera.

6. When the power is on and the network cable is connected, the green LED on the rear panel next to the

network cable will stay on, please make sure the Green light is on before we continue.
The yellow LED will keep flashing, and the Indicator LED on the front of the camera will flash when the
connection is established. (The behavior of the front indicator LED can be controlled by software).

Matwark cabla
ﬁ J Matwark cabis

e

e o :'I:EZ::; ;.-}? #

RoutarBwitch

Figure 1.4

1.6 Software Installation

1. IP Camera Tool: Insert the CD, a popup menu might appear like shown in the picture below.

2. Select “Open Map” and click “OK”
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Ebode ip camera (E:)

Windows kan elke keer dezelfde actie uitvoeren alz u een cd
af dizskette met bestanden wan het onderstaande twpe plaatst
of een apparaat aanzluit waarop zich bestanden wan het
onderstaande type bevinden:

E] Yideobestanden

Wa'at wilk L dat YWindows doet’?

dedia Plave
"% Map openen en bestanden weergeven
| met Windowes Werkenner

0 Geen actie ondernemen

[ ] De gezelecteerde actie altijd uitvosren

[ Ok ] [ Annuleren

3. Open the “ebode IP Vision Software” folder and double click “IPCamSetup.exe” then click next to
complete the software installation. (Please note that on some computer systems it might take a few
seconds before the “IPCamSetup” icon will appear)

& ehode IP Vision software |:||E”' |

Bestand Bewerken Beeld Favorieten  Extra  Help E"

@Vorige @ \J l.ﬁ pZoeken H_ Mappen v

Adres |23 Erlebode IP Vision software Vl Ga naar

Bestanden die nu op cd staan

U o BB

IP Camera  mobile player  Appinstall  Ebode_IPC... IPCamSetup
Tool.app guide

Taken yoor beschrijfbare cd's (&

@ Deze bestanden op cd zetten
~

Bestands- en maptaken =

:f Een niguwe map maken
@ Deze map op het web publiceren
ted Deze map delen

Andere locaties

@ Ebode ip camera (E:)
D Iijn dacumenten

[ Gedeslde documenten
!ﬂ Iijn netwerklocaties

Details

In order to run smooth we will need to install the “ActiveX App” on each system we would like to use to visit
the camera. The “Applnstall” file is located in the same folder as the “IPCamSetup” file from the previous
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steps. Please take the following steps:

4. ActiveX: Double click “Appinstall.exe”—“Next”—*"“Install”—“Finish”.

- Next

Figure 1.5
& chode IP Vision software |:||E £|
Bestand Bewerken Beeld Favorieten Extra  Help RF
@ \iorige ~ -d l@ p Zoeken H__:‘ Mappen v
|C5) E:\ebade IP Vision saftware v | Ga naar

Bestanden die nu op cd staan

0 U o B 8

IP Camera  mobile player  Appinstall  Ebode_IPC... IPCamSetup
Tool.app quide

Taken yoor beschrijfbare cd's %

(FJ Dez= bestanden op cd zetten

Bestands- en maptaken

Ej Een niguwe map maken
@ Deze map op het web publiceren
led Deze map delen

Andere locaties

(=) Ebode ip camera (E:)
IMijn documenten

) Gedeslds documenten
W Mijn netwerkiocaties

Details

WWelcome to the IP Camera Setup program. Thiz program will install IP
Camera on your computer.

It iz strongly recommended that you exit al Windows programs before
Tunning thiz Setup program.

Click Cancel to quit Setup and then close any programs you have running.
Click Mext bo contitiue with the Setup progran.

WARMIMG: This program iz protected by copyright law and international
treaties.

Unautharized reproduction or distribution of this program, ar any portion of it,
may result in severe civil and criminal penaltiez, and will be prosecuted to
the maximum extent possible under law.

< Back Ment » Cancel

Figure 1.6
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Ready To Install |X

Setup now haz enough information to start inztaling 1P Camera,

Click Back to make any changes before continuing. Click Cancel ta exit
Setup.

< Back MNewut » Cancel

Figure 1.7

Finished
Setup has finizhed copying files bo pour computer.

Befare you can use the program, vou must restart Windows or your
computer.

f+ “Yes, | want to restart my computer now.

" Ma, | will restart my computer later.

Remaove any dizks from their diives, and then click Cloze to complete setup.

< Back Cloge LCancel

Figure 1.8

El

IP Camera Tool

After the systems has been restarted, the icon “IP Camera Tool” will be displayed on your

desktop.

CAUTION: Before installing and using the product, please read the following precautions carefully and make
sure they are fully understood.

Use only the power adaptor included with the product. Use of an unauthorized power adapter may cause
damage to your IP Camera.

The IP Camera should be installed indoors only.

Do not touch the lens of the IP Camera. The optimum focus range has been set for you. If you turn the lens, it
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may cause incorrect focus and blurry images.
Do not turn the Pan/Tilt by force, it may cause damage to internal components of the Pan/Tilt mechanism.

For firmware upgrading or connection with an external device, refer to detailed instructions contained in the
CD.

WARNING : On the first run of the program “IP Camera Tool” you might get a Windows Security Alert Popup. It
will ask you to choose a setting for the firewall. Please make sure you choose the ‘UNBLOCK’ option. Your IP
camera will not work without unblocking the firewall settings.

™= Windows Security Alert |z|

To help protect your computer, Windows Firewall has blocked
some features of this program.

Do you want to keep blocking this program?

EE‘! Mame:  Windows Explorer
Publizher: Microsoft Corporatbon

| KeepBlocking | [ Unblock T} | Ask MeLater

Windows Firewall has blocked this program from accepting connechons from the
Internet or a network. |f you recognize the program or trust the publizher, you can
unblock: it. When should | unblock 3 program?

2.0 SOFTWARE OPERATION

2.1 IP Camera Tool

When the Device has been installed properly, you can double-click the Icon “IP Camera Tool”

Anonymous Http: //192.168. 1. 52
Anonymous Http: //192.168. 1. 50
Figure 1.9

Note: The software searches IP Servers automatically over your LAN. It may take a few minutes before the IP
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address appears in the list. There are 3 cases:

1. No IP Cameras found within LAN. After about 1 minute search, the Result Field will show “not found IP
Server” and the program shut down automatically.

2. IP Cameras have been installed within LAN. All the IP Cameras will be listed and the total number is
displayed in the result field as shown in Figure 1.9.

3. The IP Cameras installed within LAN do not share the same subnet with the monitoring PC. A prompt will
be shown in result field (prompt: Subnet doesn’t match, double click to change!). Click the left mouse
button to choose the prompt and click the right mouse button, choose Network Configuration to set the
static IP address of the Camera to the same subnet as your LAN. (Figure 2.3).

NOTE: If it shows” Subnet doesn’t match, double click to change!” you can also choose "Obtain IP from DHCP
Server” to get a dynamic IP. (Figure 2.2). If the camera still doesn’t show in the IP Camera Tool please use the
Reset button on the bottom of the camera and hold it for 15 seconds with the power on. (Figure 1.3)

Please be sure your computer is on the same network as the camera !

2.1.1 Six Options

Choose the IP Camera and Click the right mouse button on that camera, there are six options: (Figure 2.0).
Basic Properties, Network Configuration, Upgrade Firmware, Refresh Camera List, Flush Arp Buffer, About IP
Camera Tool.

o 1P Camera Tool

test Http: //192. 168. 1. 128:128
Demo Http: //10pton
Bazic Properties
Network Configuration
Uperads Firmware
Refresh Canera Lizt
Flush Arp Buffer
About TP Canera Tool

Figure 2.0
2.1.1 .1 Basic Properties
There is some device information in the Basic Properties, such as Device ID, System Firmware Version, and
Web Ul Version. (Figure 2.1).

The Device ID is the camera’s MAC ID, which should be the same as shown on the sticker on the bottom of
the camera. Every camera has a unique MAC ID. So if there are many IP addresses shown in the list, check
the MAC ID on the bottom of the camera, so you can ensure which camera it is.

Sometimes, if there is no IP address shown on the IP Camera tool, it could be blocked by a firewall, in this
case you need to add the MAC ID to the router, and give it a fixed IP or add the MAC ID as a trusted site.
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There are two MAC Addresses, one is the Device MAC ID, the other is the WIFI MAC ID.

WIFI MAC ID, you can find it on the sticker on the bottom of the camera, you can also login to your WIFI
router, check the host status, which will show all the WIFI devices connected to your router, you can also find
the IPCAM’s WIFI MAC ID there.

-0 TP Camera Tool

Anonymous Http://192.168.1.52
Anonymous Http://192.168. 1. 50
Anonymous HBasic Properties |)(|
Device ID EDE\DE\ESFBAQE
Syztem Firmware Verszion 5-22.2.20
Web UT Version ED-8-4-33

0K I

Figure 2.1

2.1.1.2 Network Configuration
Below shows how you can configure the Network parameters.

IF Address ! Q |
Subnet Maslk L 4 I A
Gataway i 0 / =D
INS Server I i f 0 o |
Http Port ED
User In:l'nin
Fazssword I
I 0K ] Cancel !
Figure 2.2

Obtain IP from DHCP server: If clicked, the device will obtain IP from DHCP server. In other words, the camera
will have a dynamic IP. (Make sure the Router which the camera connects to has DHCP function and DHCP
is enabled). (Figure 2.2).
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Anonymous
Anonymous

|7 Obtain IF from DHCP serwer

Demo IF Address 192 165 1 12a
Subnet Mask 255 255 255 .0
Gateway 192 1658 .1 .1
DHS Server 192 166 .1 .1
Http Fort 123
User admin
Fazzword ’—
k| Concel |
Figure 2.3

IP address: Fill in the IP address assigned and make sure it is in the same subnet as the Gateway, and the
subnet should be the same as your computer or router. (I.e. the first three sections are the same).

Subnet Mask: The default subnet mask of the equipment is: 255.255.255.0. You can find the subnet mask from
your PC or router.

Gateway: Make sure it is in the same subnet with PC’s IP address .Here gateway is the LAN IP of your router.
DNS Server: IP address of IPS network provider. You can also set it to the same as the Gateway.

NOTE: You can find the Subnet Mask, Gateway, DNS Server from your router, or check the local connection
status of your computer, to get all the parameters. Normally two DNS servers are optional.

Http Port: LAN port assigned for the equipment, default is 80. You could set another port number like 81, 801,
8001 etc.

User: Default administrator username is: admin (please make sure all are lowercase letters).
Password: Default password is bank, i.e. no password.

NOTE: When the prompt “subnet doesn’t match, double chick to change!” appears, please set the IP
Address, Subnet Mask, Gateway, DNS Server once again, or enable Obtain IP from DHCP server.

2.1.1.3 Upgrade Firmware

Enter the correct User and Password to upgrade system Firmware and Web Ul. Please upgrade system
firmware first and then upgrade Web Ul or it may damage the camera. (Figure 2.4).
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Your user name

and password.

—i—Default User:admin
SRR ] Mo password

Upgrade Swstem Firmware -—,ll"l_p‘grade SyStem
Firmware first
Upgrade Web UL

—trThen Upgrade Web Ul
)4

User

Figure 2.4

Please download the firmware package for the correct type of your camera before you upgrade.
Follow the upgrade document carefully to upgrade. Please see readme first before you upgrade.

CAUTION: You should not upgrade the firmware unnecessarily. It is possible to damage the camera if a
mistake is made during the upgrade. If your camera works well with the current firmware, we recommend
that you don’t upgrade it.

NOTE: When doing an upgrade, remember you must keep the power on, and it’s best to use wired mode,
connected via the network cable.

2.1.1.4 Refresh Camera List
Refresh camera list manually.

2.1.1.5 Flush Arp Buffer

When cable network and wireless network of the device are fixed IP address .There is a problem you may
encounter is can search the camera IP but can’t open the camera web page .you may try to use Flush
Arp Buffer.

2.1.1.6 About IP Camera Tool
Check the IP Camera Tool Version and IP Camera ActiveX Control Version here.

2.2 Camera Login

You can access the camera through IP Camera Tool or Internet Explorer (IE), Firefox, Safari, Google Chrome
or other standard browser directly.

1. Double click the IP address of the IP Camera listed (Figure 1.9). Select your language and
browser you use. Note that I[E Browser stands for “Internet Explorer” which is Microsoft Windows
default browser.

ADVISORY: If you are going to use this manual to set up the camera, we suggest you select the
English language, as all images and references in this manual are in English. After installation, you
can of course select your own language to login and control the camera.
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Language LETE .

To access the camera by IE Browser directly, just type the camera’s IP address, You will find the
address of your camera with the Camera Tool (Figure 1.9). For example, if the camera’s IP address is
192.168.1.123:

. File Edt View Favorites Tools Help

G . 0 W @ o

Back Forward Stop Refresh Home

: Address [@ hitp:192,168.1.123

Figure 2.5
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The following screen will pop up after pressing “Enter”:

Windows Security =
The server 1592.168.1.104 at ipcamena D0GI54E9T55 requares 3 username

and passwaord.

Waming: This server is requesting that your usermamie and password be
sent in an mnsecure manner (basic authentication without a secure
connection).

== |[User name |
ﬁ‘ ll’assu--:lrd |
[T Remember my credentials

ok J[ concel |

Figure 2.6
The default user name is admin, no password (please leave password blank)

Input the correct user name and password, the Sign In interface will pop-up.
There are three models to login (figure 2.7).

Language Q=SS

Signin
Sign in

in
in
Sign in mobile phone

Figure 2.7
(1) “Active Mode” (For IE Browser): available in Internet Explorer 6.0 or above.
(2) “Server Push Mode”: available in Firefox, Safari, and Google Chrome browser.
(3) “Sign in mobile phone”: available in most recent Mobile Smart Phone’s.

2.3 For IE Browser (Microsoft Windows default browser “Internet Explorer’”)

Choose Active Mode (For IE Browser), and sign in.
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Language IR

Figure 2.8

The first time you login to the camera, you might get an ActiveX prompt as in the picture above, please click
the prompt and choose Run Add-on, refresh and login to the camera again, then will see live video, as
below:

£ RO ) | g - « M= Dil-rrc o & o

r Favontes 8 Devxelnonymi B v B + 5 = Pagew Saey e Tocke @7

Wl webte wprts b run B followng add-cne TR PCemd Actral Contecl Woduly' frem Contrel e s not seuslabiy”, B you inagt the webnite and the sdd-on and eunt to sliow q
e run, chiot bave_

B Cors G Irtermet | Protested Made: On Ty v WINE -

Figure 2.9
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5 D smonypmmes] - Wity Internet
ot i e

K ivile 1920683350 -
Ll . 19=-I5C W
Fareoten &3 Drvcalanosremoa| + * B i = Pages Silety = Toch = =
o ':-.::.. 3 80 ryn thy Foliowang sdd-on; T PCemd Sctrenil Contesd Mcaiile’ from :rI I|,:.-r and tha sdd-cnoand want to slow X

I Dowmicading picture et L0 1681 154 frmageyfdn of

i@ Intrmat | Protected Acde: On 2T WIWL -

Figure 3.0

Note: If there is still no live video after you run ActiveX, and a red cross shows in the center of the
screen, or even just a black screen, please try to enable the ActiveX options of IE security settings.
(Did you install the ActiveX App from step 4 in chapter 1.6, Figure 1.5?)

Please take the following steps:
1. Close the firewall of your computer.

2. Change the ActiveX settings, “IE” browser > “Tool” > “Internet Options” > “Security”> “Custom Level” >
“ActiveX control and Plug-ins”, all the ActiveX options set to be “Enable”:

Especially:
Enable: Download unsigned ActiveX controls

Enable: Initialize and script ActiveX controls not marked as safe

Enable: Run ActiveX controls and plug-ins

v| 4| % BID By gl

*

a r: = m v Pagev ‘-“"-“'-.-'r.'..:.;h',- “'

il X

Recpen Lt Browsing Session

Pop-up Blocker ¥

§ Mansge Add-oan

o Werk (115

Compatibelity View Settngs

* Full Screen il
Teclbari b
Exploves Bast v

i Developer Took 2
k-gi!-:'.rdi'.ﬂ I

L Ittt Optagng

Intemet Option: " E
Gerers S v | privacy | Content | Connectons | Programs. | advanced
SEECt & B 18 vilw oF ChamgR SOy SE 18
@ @ -
" v
internet  Local mtranet  Trusted stes  Restricted
otes
Internel
This zone is for Inbernet websites,
except those ksted in trusted and
restcted Jones.
Security kevel for thes mone
Abicet evels for ths pone: Medhn 1o Hgh
HMedmm-hisgh
Appropriate for most vebsites

= Prompis before downloading potentialy ursafe

OB

= Linaigrsiel Activiell cantrol will not be downlaaded

o | Enable Protected freee e > Explorer)
3 1 | Custom level..
(=3 Cancal Ay
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Secuity Lettings - Internet Zone
Sattrgs

'_i Acteesk controis and phugne a
@ Ao priicasty urmsed Actvel conlrols 85 nun without proa

Enable them

for Acthoe) coniirols

. iredug e, pnd e pdian rn g e nns. Hhiak dnsr med e
. m "

*Taess effect after you restart Drtermet Explorer
Reset cstom setings
RESEtS0: | becis m-huch [dafandt)

Settings
[ o E@lurudena;dmhmmnwebnag‘eh:uldoe:mtug;-'
Ducabis

& Enabls
o, Dovnioad wg)

ped ActrveX confrols

4

hgned ActreX controls

eript Activell controls ot marked as safe for s

S Pk plnse wreeros el A i bn e AeFa ¥ st s e
'l (] »

“Takes effect after yuu restart Intermet Explorer
Reset custom pethings

Resett): [ lecuamiow (defoud)

Figure 3.1
In addition: you can also click “Start” menu->“Internet Explorer”, choose “Internet attributes “ to enter, or via
“Control Panel” ->“Internet Explorer”, enter to Security setting.

If you allowed the ActiveX to run, but still could not see live video, only a Red Cross ﬂ in the center of

the video, and the device status light changed to yellow color [] not green, please change to another

port number. Don’t use port 80, use another port such as 128, 1008 etc.

[~ Obtain IF from DHCP serwer
Hemo IP Address 192 185 1 128
Subnet Mask 1255 255 255 . 0
Gateway 192 1658 .1 . 1
TIHS Serwer 192 1683 . 1 . 1
Hitp Port Don't use 80 —{[izc
User iadmin
Fas=word l—
ok | Cancel |
Figure 3.2

NOTE: Make sure that your firewall or anti-virus software doesn’t block the software or ActiveX. If you couldn’t
see live video, please close your firewall or anti-virus software, and try again.

2.4 For Safari, Firefox, Google Browser

Choose Server Push Mode (For Safari, Firefox, Google Browser), and sign in.
Server Push Mode doesn’t support ActiveX, so some functions are not available, such as Play, Stop, Record,
Audio, Talk etc. if you want to use these functions, please use IE browser.
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Figure 3.3
2.5 For Mobile Phone

Choose Sign in mobile phone, and sign in.
Mobile phone doesn’t support ActiveX, so only some basic functions are available in this mode.

It supports iPhone, Smart phone, 3G phone, etc. Normally, if the mobile phone supports network video, then
it should work with your IP Camera.

Figure 3.4
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2.6 ActiveX Mode (For Internet Explorer)

Login to the camera in ActiveX mode, the main User Interface is as below:
NOTE: There are 3 levels of users, Visitor, Operator, Administrator, if you login with different users, the use
authority is different. (See 3.11 User Settings, Figure 8.5).

2.7 For Visitor

When you login as Visitor, you can enter the IP Camera for visitor.
Visitor is the lowest level with only some operation available.

Full-Zpee »
j.uj-:ﬁ[: i
| CURZ (¥

Figure 3.5
Channels:
The Internet Explorer software supports 9 channels. Click _ to get different
windows.

- Click this one to view the main channel of the camera you login to.

- Click this one to view 4 Channels of cameras that are connected, from CH1 to CH4.

- Click this one to view 9 Channels of cameras that are connected, from CH1 to CH9.

NOTE: If you want to view 4/9 channels, you should set the Multi-Device first (See 3.1 Multi-Device Settings).
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Status of Channels:

There are 9 icons E at the bottom of the Ul which show the status of each channel of the camera.
E Grey color, means there is no device connected to the main device for this channel.
EGreen color, means the device is connected for this channel, and it works well.

‘ed color, means the device for this channel is recording.

[}Yellow color, means this channel is set in multi-device already, but it fails to connect to the main
device.

X

T anonymous : fail to commect to the dewice : can’t comnect to the dewice
LI

OSD Settings:

PSD
audio buffer
psD
Creversal
[ mirrar disahbled black yellow
__) [ add timestamp on record > red white blue

Figure 3.6
OSD: Means “On-Screen Display”, click “Audio video” > “OSD”, set display date and time on the video.
Disabled: Clicking this one means clear the OSD.
Color: Can set the OSD text color as black, yellow, red, white, blue etc.
Add time stamp on record: if you click this, there will be time OSD on record video files.
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Figure 3.7
Rate and Resolution:

Rate: Set video frame here, from “full-speed to 1fp/5s”. (Figure 3.8).

Resolution: Set the resolution to be 160*120/ VGA (640*480)/ QVGA (320*240). (Figure 3.9).

NOTE: When doing recording, Rate and Resolution parameter settings is very helpful for getting smaller sized
record files, lower the parameter to get a smaller file.

Figure 3.8 Figure 3.9

TOP Menu:
> 0) [e] - n t

Figure 4.0
Click to get live video. When you want to get back to live video from other menus, just click it. Only under
live video, you can do the operation on the right side, such as play, stop, snapshot etc.

MIick to getinto play mode, when you click stop icon, the video will be stopped, then if you

click play icon, it will show the video again.
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m Click to stop the live video. You can click play icon if you want to see live video again.

Click to get snapshot. It will show the date and time of the snapshot you get, if you save it,

you will find the snapshot file named by “snapshot. MAC ID_date_time”.

E_ Click to start record manually, and the icon will change to red color, click it again, it will

stop recording. The record file will be saved to the folder you set. (Figure 10.8 - Figure 11.0).

Click to collect the sound from the camera, you will hear the sound from the camera

through the speaker in the computer which you are using. Your IP Camera has a built-in microphone, when
you click it to start work, the icon will change to red color, click it again, will stop the audio function.

_ Click to start the talk function, (you’ll need to plug a microphone into your computer if it

doesn’t have one built-in). When you talk into the microphone in your computer, the sound will come out
from the built-in speaker in the camera, people beside the camera will hear the sound. If you connect an
external speaker to the audio output jack on the back of the camera (Figure 1.2), you will get better sound.
Click it once to start, the icon will change to red color, click it again to stop talk function.

NOTE: For visitor, if you click other menus which visitors don’t have the right to operate, there will be a pop-up
for the login interface (Figure 2.6), please input the user name / password for at least 3 times to login again.

2.8 For Operator

When you login as Operator, you can enter the IP Camera for Operator.
For operator, it not only supports all the functions for Visitor, but also supports these functions below:
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® © © © © o o

Operator can control the rotating horizontally
and vertically

Figure 4.1
Audio Video Settings
0sD 050
audio buffer audio buffer
2.3 4.5
[ reversal O
reversal
D mirrar D o
__) D add timestamp on record > [ add timestamp on record
Figure 4.2

Audio buffer: Click this icon, it will show five numbers, which means 1/2/3/4/5 seconds buffer of audio.
Reversal: Click this icon to reverse (flip) the image. Click again to go back to normal.
Mirror: Click this icon to see a mirror image. Click again to go back to normal.

NOTE: You can choose Reversal and Mirror function when you set up the camera in a special position
(upside down for example).
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Mode, Bright, Contrast Settings

Figure 4.3

Mode: This mode is optional, 50HZ/60HZ for the users who use 50HZ/60HZ frequency, outdoor for users who
want to use the camera to monitor toward an outdoor environment.
NOTE: The camera should be used in an indoor environment (unless protected from the elements).

Bright: Set the parameters to adjust the image quality of the video. Click m to adjust the value.

Contrast: Set the parameters to adjust the image quality of the video. Click m to adjust the value.

Default all: Click it to set all the parameters back to the factory setting.
NOTE: If you login to the camera, and there is no video displayed, or the parameter of bright/contrast is
blank, you can try to click “default all” to set the parameters back to the factory setting to get live video.

Pan/Tilt Control

Figure 4.4

@ Click this icon, the camera will pan/tilt, and then stop at the center. Normally it will rotate 1 circle.
«Click this icon, camera will move up, you can click one by one or hold it to control the movement.

E Click this icon, camera will move down, you can click one by one or hold it to control the movement.

NOTE: It is the same operation as left, right, up-left, up-right, down-left, down-right etc.

;. Click this icon, camera will rotate up and down, i.e., vertical tilt, click M. to stop it.

®#| Click this icon, camera will rotate left and right, i.e., horizontal pan, click M to stop it.
@8 Click this icon, 10 output Switch ON. Click &2 to set it OFF.

RECOMMENDATION:

Image PT function: Image Pan/Tilt (PT) function is recommended, you can control the camera direction on
the live video. Double click the right mouse on the live video to enable this function, and you will see a white
& transparent arrow on the live video, click left mouse to control direction, eight directions are available. This
is very convenient for Pan/Tilt operation. Double click right mouse again to exit.
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Preset Settings

Figure 4.5

'I
- Set Preset Position. It supports 15 preset positions. To control the camera’s rotation to a preset position,

=)

click Set Preset Position button - it will pop-up a dialog frame (Figure 4.5), choose the number (1-15)

you want to set it to.

NOTE: if you set different positions with the same number, the camera will record the last position setting only.

ECaII Preset Position. It supports 15 preset positions. If you want to monitor an important area quickly and

precisely, just click Call Preset Position button E it will pop-up a dialog frame (Figure 4.5), choose the

number, then the camera will rotate to the preset area automatically.
If you want to use Call Preset Position, you have to Set Preset Position first.

NOTE: For Operator, if you click other menus which operator doesn’t have the right to operate, there will be

a pop-up of login interface (Figure 2.6), please input the user name / password for at least 3 times to login
again.

2.9 For Administrator (For details see Settings as Administrator 3.1 - 3.22).

3.0 SETTINGS AS ADMINISTRATOR

When you login as Administrator, you can enter the IP Camera for Administrator.
Administrator supports all the settings and operations of the camera.
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There are some special functions only for administrator as below:

Full-Spee|s
6407480 [w

50 HE

‘ | TheTihDence

3.1 Multi-Device Settings

~ Muli-Devie

Multi-Device Settings

Multi-Device Settings
Ipgrade Device Firmware
Restore Factory Settings

Feboot Device

L09(192 1631 135)
[ esI{iT2 V6.1 129)
andryinees (102 168 1 B0}
BintiprrtaB(192. TE8. 1 158) % [ Fatesh
i Thas Drewice
| Hatie
| Bage
| BMons
| MHanz
| Bone
| pne |
| pemz |
_  iour
ailendion 1 yow wreed bo soorss ihe shemoe from et be sure e heowd and pork i o sedt can be scorssed
Bt il il
Figure 4.6

This camera can support max. 9 device channels at the same time.

3.1.1 Set Multi-Device in LAN
In the Multi-Device Settings page, you can see all devices searched in LAN. The 1st device is the default one.
You can add more cameras listed in LAN for monitoring. This web software supports up to 9 IP Cameras

online simultaneously.

Click The 2nd Device and click the item in the Device List in Lan, it will fill the Alias, Host, Http Port
automatically, then input the correct user name and password, click Add. Set more devices in the same

way, after you’re done, click Submit.
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Dewice List in Lan

anonymous(192.168.1.38)
anonymous(192.168.1.53)

Demo (192.166.1.115)

™ | Refresh |

The 1st Device

1. Click Reﬁ:e‘ sh

The 2nd Device None Find your IP address
The 3rd Device None  £D0UDI6 CICK.
Alias | |Demo
Host | [192.168.1.115 | 3.Information shows
Hitp Port | 8901 1 Tike this
User | |admin 1 4.Youruser name
Password ] = gmf i Rl i
Add Remove No password
The 4th Device Blbte e ;
The 5th Device None ;
The éth Device None
aeiih Device None  Note: Add the 4th5th and
The &th Device None  more device is the same method
The 9th Device None

attention: If you want to access the device from internet, be sure the host and port that you set can be accessed

from internet.

6.Submit to finish — Submit | [ Refresh |

Figure 4.7

Click Live Video and then select - to see four channels, or click - to see nine channels.
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Figure 4.9
3.1.2 Set Multi-Device for WAN
If you want to view cameras from the internet, you have to add these devices by DDNS domain name.
Make sure all these cameras you want to add have been set DDNS successfully. (View 3.7 DDNS Service

Settings) And also these cameras work well with DDNS.

Login to the first camera by DDNS domain name and port, this camera will be as the host camera.

)( {éb Dl

wFavorltes '_gDewce(DemUJ | Efﬁ - Eﬂ = [ @ v Pagev &

Device ID 000DCSDOOBFA

Device Firmware Version 0.22.220

Device Embeded Web UI Version 20.8423

Alias Demo

Alarm Status None

DDNS Status aipcam.com Succeed http:/e0254 aipcam.com:8901
FiEeteo UPnP Status UPnP Succeed Makelsyre n_each IP cam you add
— ¢an login with DDNS name and port

Figure 5.0
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Click Multi-Device, select Multi-Device Settings. Choose the 2nd Device; fill in the 2nd camera’s Alias, Host,
Http Port, User, Password, click Add. Set more devices in the same way, after all done, click Submit.

NOTE: The Alias is optional; you can set the alias as you wish. The Host must be the camera’s DDNS domain
name, and without “http://”, it’s not the LAN IP address. If you have several cameras, you can use the same
DDNS domain name, just set different port number for each different camera.

anonyrmous(192.168.1.128)
: o anonymous(192.165.1.180) x
Device List in Lan Dermo (192.168.1.113)
JO19(192 1658.1.136) 8 Refrash ]
The 1st Device This Drevice
The 2nd Devicelq.Click it dernolieli54 aipoarm. corm)
2.The 2nd camera's name

3.Fill the Znd camera’s

Aliaz
el254 aipcam.com
[Fiip Port | 5001

4.Enter the 2nd

User | | admin camera's port

Password |—| — 5.Enter the 2nd camera's

6.Add to finish — | Add [m user name and password
The 3rd Device Ione
The 4th Device IMone
The 3th Device Mone
The ath Device HMone
The 7th Device IMone
The &th Device MHone
The Bth Device HMone

attention: If wou want to access the device from internet, be sure the host and port that wou set can be accessed

from internet.

[ submit ] [ Refresh

Figure 5.1

Note: Add the other camera in the same way, Click submit to add all of them.
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anonymous(192 163.1.123)
S S
Cemo(192.165.1.113) [m
The 1st Device Thiz Device
The 2nd Drevice Test(el254 aipcam. cormn)
The 3rd Dewice Anonymous(ipcatnera 3322 org)
The 4th Device Dremong demnon. dyndns. org)
The 5th Device Mone
The 6th Drevice Mone
The 7th Device Mone
The sth Device Mone
The Sth Device Mone
attention: If you want to access the device from internet, be sure the host and port that you set can be accessed
from internet, Click Submit after
Submit | [ Refresh | finish all settings
Figure 5.2

Click Live Video and then select - to see four channels, or click - to see nine channels.

In this case, you can see all the cameras from a remote position by internet, for example, if you are on a
business trip, you can use the first camera’s (Host camera) DDNS to view all the devices via the internet.

Figure 5.3

3.1.3 Upgrade Device Firmware

If you want to upgrade the camera, please upgrade Device Firmware first, then upgrade Web Ul.
Click Browse and choose correct bin file, then click Submit to do upgrading.
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NOTE: Before doing an upgrade via Browser, please make sure the IP Camera Tool of your computer could
find the camera’s IP.

Attention: Please keep the power on during upgrading, and it’s better to use wired mode via network cable.
Please don’t upgrade unnecessarily, wrong operation or incorrect upgrade bin file can damage the

camera.

Upgrade Device Firmware
Upgrade Device Embeded Web Ul

1.Browse the Firmu{are :
Bin File then Submit 2.Browse the Web Ui

Bin file, then submit

Note:Upgrade Firmware first,then Upgrade Web Ul
Figure 5.4

3.1.4 Restore Factory Settings

Click Restore Factory Settings, will pop-up a prompt, select OK, all the parameter will be returned to factory
settings, and the device will reboot.

Multi-Device Settings

pgrade Device Firmware

Restore Factory Seftings

Reboot Device

1eat]1%e 14 1.124)
ananymmious( 192 168 1, 180)
Darmn (192,965 0.113)

\y wre you vurs de rentece Baclory setligs

| Thie dth Deviee

b
Full-Spae|w The Sth Devics Bl
6407480 vl | The fth Devios Nooe
BOHZ s L e
- o

Figure 5.5

3.1.5 Reboot Device

Click Reboot the device, will pop-up a prompt, select OK, then the device will reboot
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e 192 168.1.929)
anarymmious( 192 168 1, 180)
Dama (192.968.1.113)

Multi-Device Settings Bhe It et
mmm \:,Lj are you twre ie renlers Pactory mellicgs
Upgrade Device Firmware | The 3rd =
. The & Devcn (-

Restore Factory Settings Futlspee|s N | The Sth Device —

. G407480 |se
Reboot Device o | Te PO v —

= - a
Figure 5.6

3.2 Network Settings

Click Network, will pop-up the prompt as below:

Basic Metwork Settings]
Wireless Lan Sefings
ADSL Settings

UPnP Setlings

_e e e D

3.3 Basic Network Settings

Here you can fix the camera’s IP address; i.e., set the static IP address of the camera manually.

You can also do these settings from IP Camera Tool. (Figure 2.3).

There are some good reasons to give the camera a static IP. The factory default setting is DHCP, this means
that the network router will give the Camera an IP address itself for easy setup. The problem is that after a
camera or network power loss the router may decide to give the camera a different IP address than the last
time. If you want to login to the camera not using the IP Tool you don't know the camera’s (new) IP address.

Obtain IP from DHCP Server O
Basic Metwork Seﬂingsl IP Addr 192.168.1.113
g . Subnet Mask 265.255.255.0
Wireless Lan Settings s

Gateway 192.168.1.1
ADSL Settings DNS Server 192.168.1.1
LIPnP Settings Http Port 8901
DONS Service Settings [ Submit ] [ Refresh

2>

Figure 5.7

If you don’t know the Subnet Mask, Gateway, DNS Server. Please check the Local Area Connection Status of
your computer; it contains all this information, steps as below:
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1. Control Panel=>»Network Connections=»Local Area Connections (Lan)=» Support = Details

% Netwerkverbindingen |._||E £|
Bestand EBewerken Beeld Favorieken  Extra  Geavanceerd  Help ﬂ'
@ Vorige J Lﬂ; p Zoeken IE“ Mappen v

ﬁ MNetwerkverbindingen A | Ga naar

#|  LAM- of snelle Internet-verbinding
Netwerktaken

et Firamall

Een niguwe verbinding maken :
kelen

Q Thuisnetwerk of een kein
bedrijf snetwerk installeren

& Instelingen van Windows
Fireveall wijzigen

q Dit netwerkapparaat
uitschakelen

% Deze verbinding herstellen

Iﬂ Deze verbinding een andere
naam geven

& De status van deze
verbinding weergewven

Instelingen van deze
werbinding wijzigen

Her skellen

‘werbindingsbrug maken

snelkoppeling maken
Werwijderan
Maam wijzigen

Eigenschappen

Andere locaties

@ Configuratiescherm
& Mijn netwerklocaties
[Ej Mijn documenten
a Deze computer

>

Details

LAN-verbinding h

-
2. Find the local connection icon , because you might see more than one icon, left click it, choose

Support = Details

“» Metwork Connections [- =]

D sesch (| Faders [T

9‘“*' \.} |I /:

& Nebwaark. Cornections

nection Stalus

# | LANar High-Speed Inbernet
Network Tasks

() Lacal Arss Cornection GWIHM
[&] creste anaw Frevaled
!

ConneCh

w""-“"‘;;f . J\, ReshekRTLBL39/810<FY |~ Connecion shaius

Sk LD & home o 51ial :

office retwork Addess Typa: Agsigned by DHCP
- Em sﬂé':;m'! IP Addiess: 192168 1 50
L4 g::bh this netvaork Subnel Magk: 265205, 255.0

o

@ Ropar th ccenecton Diefav Giateway 13216311
W) Renome this connection -
& ew stakus of this Click here

cannection
[2) change settings of the “whindowss did ret detect problems: with this Repsi

cannechion a\:\nm B wou carmot connect. cick

pail.

Other Mlaces

B CorkrolPanal

N My Heturork Places:
2] My Donumenits

i My Computer

Figure 5.8
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o .
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e orehatewdl of the camera with— | suse e e
L3 Ll your P Defond: Gateway 3R 1
! ) . DHCP Sarver 1321681 1
%, Repsi this confschion Lisasan Oasned 0T
ﬂ Beriame this connection = Leace Enpiss 2010-7-23 1% 20:44
DMS S 2 BIMT
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cherge zettnc: 3 BLL CEIN St any of them. Ll
SRR Samellyith gateway s also O

Other Flaces

B Control Panel
& iy etk Plcas
(L) B Documents
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Figure 5.9

If you don’t know the DNS Server, you can set it the same as Gateway.

If the router supports DHCP function, you can choose “Obtain IP from DHCP Server” to get dynamic IP.

Obtain IP from DHCP Server
Http Port

[ Submit | | Refresh |

Figure 6.0
Http Port: In most cases your Internet Service Provider blocks this port (80), you may change it to another port

number such as 85 or 86 or any number above 80. Make sure that if you have more than one camera it
might be useful to give each camera a unique port number, but it’s not necessary to do this.

3.4 Wireless LAN Settings

Basic Metwork Settings

[wireless Lan Settings| | wireless Network List

ADEL Settings m}

UPNF Settings Using Wireless Lan O

DONS Senvice Seftings [Submit ] [ Refresh

Figure 6.1
1. Make sure the router is a wireless router.
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2. Make sure the Wi-Fi antenna is installed.
3. Determine whether there is encryption on the WLAN of router, if there is encryption, note the key
somewhere as we need it in the following steps.

Extra information:

Encryption is another word for password and security of the wireless network, most routers will have
encryption these days (and should be) so other people cannot brake in to your network. Some routers have
a sticker on the bottom with the factory username and password, other ones don't have a password, and
the password can also be set by the user or mechanic. There is a very handy website with allot of router
brand information like default IP address, default username and password etc. Please note we only refer to
this website, we do not maintain or support it. The website is: http://portforward.com/ Click “Router List” and
find your brand and type to find more handy details about your router if you can’t find them anywhere else.

In the next screenshots we take a Linksys router as an example, here Portforward.com shows the default
username and password as well as the default IP address to visit the router settings menu.

Please note that Portforward.com is a website designed to tell you how to forward ports in your router.
Information may vary from type to type of routers. Lets proceed shall we?

{2 Port Forwarding Guides Listed by Manufacturer and Model - PortForward.com - Windows Internet Explorer

E.' 2 portforward.com v B4 [x] [P [[2]-

Bestand  Bewerken  Beeld  Faworieten  Extra  Help
i Favorieten | 5 &) XE ] Zendamateur | Facebook € | Outdoor PCAM £ | Ebode IPCam & | Crestron & ELAN @] URC University €] URC & | LRC Registratiz

‘&pm Forwarding Guides Listed by Manufacturer and M ‘ | B~ B) [ e - Paginav Beveliging v Extrav @~

HORDDEORWARD

FREE HELP setting up your router or firewall

Port List  Port Checker Other Guides Game Guides Store Support Forum L*1./1 718
Ads by Google USB Router DSL WLAN Router Wireless N Router Wireless Router

- N +Splect your router from a list
Click here to Automatically .Select the programs you want S —
i 5 «Click ‘Update Router’ of your
Forward ports with PFConfig! - You're Donat network raffic and

bandwidth

Below you see a list of routers and firewalls. These are the devices that we have written support documents for. These
documents provide step-by-step guides on how to setup port forwarding.

Ir you do not feel like figuring out how to forward ports manually, we have a simple software solution called PFConfig
that can forward your ports for you automatically. We offer complete support for our product and will help you get your
ports forwarded.

We have Free Software to help vou test your port forwards. We also have free software to help you set up a static Top Talkers
IP address. Our ultimate goal is to have a write up for every hardware router and firewall available and instructions for
every application that Internet users have difficulty getting to work through their router or firewall so that vou can do Conversations
simple port forwarding. These guides are provided to help you, but we are in no way responsible for the state of your

| network. If you encounter any errors in our guides, please let us know by using our Comments page. Applications

Check out our Router Screenshots collection, where we have every page of just about every router for you.
We also have a huge router Username and Password list, in case you need help getting logged in to your router.

If you are unsure about setting up your router or firewall or are having problems, Start Here.
30 day trial

Update je browser

-~
ManageEngine

re]atie.nl NetFlow Analyzer
&
Gereed & miemet 4 - B -
i4 start Tl |ebode IPcamera P Y., /2 Port Forwarding Guid. .
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4. Login to the camera with the IPCamera Tool or manual with your Browser. (Figure 2.8)
5. Click “Network”>"Wireless Lan Settings”’>"Scan”, please press scan 2 times, then you will find the WLAN

from the list, choose the one you use. (Figure 6.2).
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Bestand  Bewerken Beeld Favorieten  Extra  Help

i Favorieten | 5 @ ¥ @] Zendamatew | Facebook | Outdoor IPCAM @) Ebode IPCam ) Crestron ) ELAN & | URC Universty &) URC & | LRC Registratie

(& Device(anonymous)

i v B} ) @ - Pagna~ Beveligng -~ Extra v (@~

P ym—— —
Wireless Lan Settings | Nooam [P from DHCP Server
Yup Port IE |

[(submit | [ Refresh ]

ADSL Settings
UPnP Setiings

DDNE Senvice Seftings

€ Internet 4a - Rk -

Figure 6.1.1
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Bestand  Bewerken Beeld Favorieten  Extra  Help

i Favorieten | 5 @ % @] Zendamatew | Facebook | Outdoor IPCAM @) Ebode IPCam ) Crestron ) ELAN & | URC Universty &) URC # | LRC Registratie

& pevice(anonymous) % - B 0 @ - Pagnav Beveligng~ Extrav @~
Network Camera
BMB_Ofice[420000026f34] infra WPAWPA2-PSK
BMB_Ofice[000000026734] infra WPAMWPA2-PSK
Wireless Network List
Using Wireless Lan
SSID BMB_Ofice |
Network Type Infra__ v
Full-Speer v Encryption WPA Personal (AES) |v]
207240 v, Share Key | |
50HZ v
™ [ Submit ] [ Refresh ]
[ + ]
Gereed

€ Internet ] -

Figure 6.2
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Please note that the (tree view) menu (Figure 6.1.1) can look different on different computer systems
depending on the resolution of the screen used. Figure 6.1.1 shows that we had to scroll over with our
mouse and click “Network” inside the tree view on the left and that the options unfold in the tree view
itself. After clicking “Network” you will see something like Figure 6.1.1.

(2 Device{Anonymous) - Windows Internet Explorer

= = [+ 9] -
@.\Jv ‘g‘ 10.0.0.68 ~ (B[] [ %] | ‘p

Bestand  Bewerken Beeld Favorieten  Extra  Help

i Favorieten | 5 @ % @] Zendamatew | Facebook | Outdoor IPCAM @) Ebode IPCam ) Crestron ) ELAN & | URC Universty &) URC # | LRC Registratie

& Device(Anonymous) fF v~ B [ @@ v Pagina- Beveligng - Extra v @~

Network Camera

Obtain IP from DHCP Server
Hutp Port IE |
[(submit | [ Refresh ]

Click Networlk to unfold more options
ull-Speer

javascriptiset_apDiv(4);

€ Internet 4a - Rk -

6. Select your Wireless network in the list, please look careful and select the right one.
“Wireless Lan” can also be referred as “SSID” in some router manuals or on the bottom of the router.

7. Behind the SSID you can also find your type of encryption, in this particular case the Camera discovered:
Network type “infra” Encryption “WEP”.

123[002586745b2c] infra WEF
1[00256637=e26] infra MNone

Wircless Network List zhonglian[0025862c0bee] infra WEP i
t[e005c5206934] infra Mone hed

8. If there is no encryption, just click “Submit”. (Figure 6.4).
9. If there is encryption, please input the share key (password), then click “Submit”. (Figure 6.5).

10. Wait about 30 seconds, the camera will reboot, then unplug the network cable. You might have to login
to the Camera again to continue with the next steps.
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123[002586745b2¢] infra WEP ~
1[00258637e225] infra None =
Phralans Mebwor: Lict zhonglian[0025862c0bes] infra WEP =
i i H{e005c5256934] infra Nons v
 Scan | Wireless router SSID list
Using Wireless Lan
5SID 1
Network Type Infa »
Encryption |Nune V|
| Submit | | Rafrash |

Figure 6.3

123[002586745b2¢] infrz WEP
[1]00258637e26] infra Mone | 2
Bk i {o003c5206834] mfaone
Scan
Using Wirelsss Lan
S5ID |1
Network Tvpe lInffa  ~ No encryption
Encryprion Mone V|
| Submit || | Refresh
Figure 6.4
 WelessLamSewims
123[002586745b2c] infra WEP Al
1[0025863T2e26] infra Mone =
Wiles Network Ls ™ &
Using Wireless Lan =
SSID 123
Network Tvpe Infra #
Encryption WEP w
Authencation | Open System |
Kev Format Hexadecimal Mumber
Default TX Key
Key 1 share key here 64 bits &
Key 2 64 hits |
Key 3 L [[eandis ¥
Key 4 | |64 bits +|
Submit Refrash

Figure 6.5
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3.5 ADSL Settings (most users won't need to use this option)

When connected to the Internet through ADSL directly, you can enter the ADSL username
And password obtained from ISP.
Basic Metwork Settings

Wireless Lan Settings

: | Using ADSL Dialup [E }— 1.Enable it
ADSL Settings | ADSL User 5x%102356897236518 | 2.Enter your user
UPNP Settings | ADSL Password sssssseses and password
DDNS Service Settings 5 | 3-Submittofinish—{owma}] [Refesh]
Figure 6.6 Figure 6.7

3.6 UPnP Settings

If we want to be able to see our camera live video from a computer outside our network, for example when
we are at work, we have to do some advanced settings in our router. For most people this will be a difficult
step, but we will try to help you out. UPnP stands for Universal plug n Play device. UPnP will do the port
forwarding in the router for us, so we don't need to do this manually. In order to use this function we need to
have a router that is capable of using UPnP devices. Please make sure your router supports UPnP (please
check the manual of your router to determine if it supports UPnP), if not please skip the next step and

continue with step 3.7 DDNS Service Settings. By default UPnP is most likely disabled in your router. Please
refer to the router manual to enable UPnP.

Click Network > UPnP Settings to choose Using UPnP to Map Port:

G Device(Anonymous) - Windows Internet Explorer

@;- ] noones ¥ (B [%](x] [P |[2]-

Bestand  Bewerken Beeld Favorieten  Extra  Help

i Favorieten | 55 @] % @] Zendamatewr | Facebook @ | Outdoor IPCAM @] Ebode IPCam ) Crestron @) ELAN 2 | URC Universky @] URC £ | LRC Registratie

= . »
{& Device(anonymous) i v B [ @ v Pagna~ Beveligng~ Extra~ @~

'O - Network Camera

Basic Network Settings

Wireless Lan Setings Obtam 1P from DHCP Server
ADSL Settings i | [t |
[Submit] [Refiesh ]

DDNS Service Settings

jawascriptiset_mid(2) & Internet

45 - Riooe -
—
74 start B chode 1P camera IP V...

== @)@ 1420
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Basic Metwork Settings

Wireless Lan Settings

ADSL Setlings :
Using UPnP to Map Port i

[ Submit | [ Refresh ]

DDOMS Senvice Settings

>
Figure 6.8

Select it and click Submit, then the camera will support UPnP port forwarding automatically.
It’s helpful for using DDNS (viewing live video from outside our network). As soon as you have enabled UPnP
in you router, please proceed with the next steps.

| Using UPnP to Map Port [E 1 1.Enable it
2.Submit to finish —]{ Submit || | Refresh |

Figure 6.9

NOTE: UPnP is only for port forwarding. It relates to the security settings of your router, make sure the UPnP
function of your router is enabled, before you continue. If your router does not support UPnP, it may show
error information, therefore we recommend you to do port forwarding manually in your router, as explained
in step 3.7.3.

3.7 DDNS Service Settings

Basic Network Settings —
lanufacturer's DDNS

Wireless Lan Settings

Manufacturer's Domain ‘ e0234 aipcam. com
ADSL Setlings Third Party DDNS
UPNP Settings DDNS Service [ None v]

DDNS Service Seftings [ Subrmit | | Refresh |

2>

Select Network > DDNS Service Settings in the Tree View on the left (see picture above)

There are 2 options:

Manufacturer’s DDNS: This domain is provided with the Camera (see bottom of the camera). Choose
‘submit’. In most cases you will need to login to the camera again. You can use the IPCamera tool for this or
enter the Camera’s IP address in your web browser. After you have done this, please skip the next step and
continue with step 3.7.1

Third Party DDNS: You might have a DDNS server already, then it is useful to take the next steps.

This domain is provided by the third party, such as Dyndns, Oray, 3322 etc.
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Third Party DDNS

= Oray net
OynDng orgldymdng)
OynDns orgistaidna)
rynDns: oegieustom)
3322 angidyndna)
1322 org[2iadne)

Figure 7.1

If you use third party DDNS, please choose the server you use, such as “3322.org” or “dyndns.org” as below:

&ufaﬂumr's DDNS

Llarmifacturer's Dotnain

a523] aipcam. com

Third Party DDNS
DDNS Service 3322 org(dyndns)  |» | The server you use
DDME Pazsword sssssesssssses -

DDNS Host jerryiwh 3320 |

F

Subrmnit Refrash

Figure 7.2

!! mifacturer's DDNS |!0!E!. ! ou I'IEE! !0 regler an! QE! user an! passwur!

Latmfacturer's Domait

firstbefore inputit

c4103 alpeatn. cotn

Third Party DDNS]
DDHMS Service DynDns.org(dyndns) & |[— The server you use
DDHE User jerryjwh | Vil
DG Password TTTTTTTITTITY]
DDNS Host jerryjwh 3322 org Enter DDNS Host

DDME or Proxy Server

[

DDMS or Prozy Port

| |

Fe-Update [gnoting All Errors

[] never do this unless your hostname has heen unblocked

proxy config is needed if the device is in China Mainland or Honglong

Submit

Refresh

Figure 7.3

You have to register an account first, enter the user, password, and host.

NOTE: Only one DDNS can be chosen, for example, if you use the manufacturer’s DDNS, the third party one
won’t work, if you use the third party DDNS, the manufacturer’s one won’t work.
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3.7.1 To change the camera’s port.

Open the IP Camera Tool from your Desktop select the ebode camera (it will turn blue) and right-mouse
click and choose network configuration. The default port of camera is “80”, please change “80” to any
other one you like, such as “81”, “1007”, “8091” etc. Click “OK”, the camera will reboot, wait about 30
seconds.

fa IP Camera Tool

[ Obtain IF from DHCEF serwver
Maka TP Address [192 183 . 1 .123
Subnet Mazlk Jing 255ess g
Fateway Il'EIE A .1 1
DHS Server 192 185 .1 . 1 .
| fDon't use 80,
Http Fort 3128 use other number
User [admin like 81,100,8091
Fas=word !
k| Cancel |
4
Figure 7.4

3.7.2 DDNS Status

After all these steps are done you should be able to access your camera from your mobile device or tablet
(using an app). You can also access your camera via your computers’ or laptops’ web browser using the
DDNS address.

Before you can access it, you first need to check the DDNS status from the camera. Login to the camera
and choose “System”>"Device Info”. Please check that ‘DDNS Status’ shows ‘succeed’ followed by the
address. This is illustrated in the image below. It is important that you get the address link of DDNS to access
the camera from anywhere in the world. You can also find this address on the bottom of your camera. Write
this address somewhere or add is as your Favourite in your web browser to visit the camera from outside the
network (from your mobile device for example at work, school, on the road etc.)

D0 608
Diewvice Frrmrware Vermon 11230
| Device Embeoed Wed U Virgn | 208137

Al Teat
| Awmsums | vew
Dnﬁ Suea 3312 Sucoeed hupy Jemgh 12T orp 128
UPaP Stama L'PaP Sscomed
Figure 7.8

Congratulations! You’ve know successfully installed your IP camera. It is always a good idea to ask friends or
family to login to the camera from their own place. Don’t forget to change the password of the camera
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afterwards! Please save this manual for additional features. The following steps in this manual are only
needed if the camera is not accessible from outside the network, or if you want to use additional features.

If it didn’t succeed, it is most likely that UPnP is not supported by your router, please set the port forwarding
manually (as explained in the next step). You can always leave UPnP on, whether it’s working or not. If DDNS
status still doesn’t show ‘succeed’ please check the FAQ, Chapter 4, at the back of this manual or our
website www.ebodeelectronics.eu.

3.7.3 Set Port Forwarding in the router (Manually)

ADVISORY: We highly recommend you to give the ebode camera a static IP address. This ensures you that
the camera will always have the same IP address, and reduces the risk of not being able to access and
control the camera by your mobile device. To give your camera a static IP address, please check step 3.3 in
this manual.

This is the most important step. Please check the ‘extra information’ in step 3.4 for more information about
routers and port forwarding.

In order to get the DDNS to work, you have to forward your cameras port in the router. You need:
- |IP address of the camera

- Port of the camera

- Default gateway IP address of the router

- Username and password of the router

The first two items can be found if you start up the IP Camera tool from your desktop. As an example the IP
address from the below image is 192.168.1.16 and the port is 81.

EX IP Camera Tool [Z||E| rg|

Anonymous Hitp://192. 168.1. 16:81

ADDEERE = o-
P ADDRESS FOFR

REMEMBER: Your camera should not be on Port 80. If it is, please go to step 3.7.1 to change the port number.

How to discover the default gateway IP address in MS Windows Vista, 7: Click ‘Start’, and type in ‘cmd’,
press enter. (see image below)
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http://www.ebodeelectronics.eu/

Programs

Bl cmd

Documents
Pictures
Music
Games
Cormputer
MNetwork

Connect To

| Control Panel
+' Search Everywhere |

4 Search the Internet Default Programs

O i maa

Next, type in ‘ipconfig’ and press enter. Please refer to below image.

& Cusonersiize U M W
P ER C\Windows\system ZEn EXE - ] 4 h
Microsoft Windows [Version 6.8.68021

Copyright (c) 288&.Micwrosoft Corporation. All rights reserved.

C:sUserss~MLGE>ipconf ig_

July 2012 49

IPV38 Version 1.3



Finally, you can see the default gateway address, as shown in the image below.

Connection—specific DN

[ Em cawind sem iR
I B8 C\Windows\system 2‘\;111 £xe

Link-local IPvt Address . . .

IPv4 Addaesgegg
Saiiet Mask . . .
Default Gateway .
Tunnel adafcer=hoaad

Media State . .

Suffix

Owaa Connact oo

Cnnnectinn—speciéié ﬁNé éuéfix-

B =

feB@::edB2:7884:2a86:8043x8
2168 .1.13

255,255 2550

192.168.1.1

Pl

Media disconnected

fiTunnel adapter Local Area Connection* 7:

Connection—specific DHNS

IPvt Address. .

Link-local IPub Addeess

Default Gateway .

Suffix

28001 :8:5ef5:72fd:53:3claz3f57:fef2
feBA::53:3claz3f57:fef2x9?

Tunnel adapter Local Area Connection®* 9:

Media State . .

Cnnnectinn—speciéié ﬁNé éuéfix- F:

C:\UsersSMCE>

Now we know the default gateway address we only need to know the username and password of your
router. Some routers have a sticker on the bottom with the factory username and password, other ones
don't have a password, and the password can also be set by the user or mechanic. There is a very handy
website with allot of router brand information like default IP address, default username and password etc.
Please note we only refer to this website, we do not maintain or support it.
http://portforward.com/ Click “Router List” and find your brand and type to find more handy details about
your router if you can’t find them anywhere else. For more information on portforward.com, please go to

step 3.4.

We know have all information to get the DDNS working, we will show you how to do this.

Media disconnected

1. Open your web browser and type in the default gateway address and press enter.

= Google - Windows Internet Explorer

23 http:j/192.158.1.1f

Bestand Bewerken

Beeld

Fawvarieten

Extra

Help

2. Enter the username and password from the router
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http://portforward.com/

Verbinding met 192.168.1.1 maken 2]

Server 192, 168.1.1 op Login to the Router Web Configurator
vereist een gebruikersnaam en wachtwoord,

Waarschuwing: deze server vraagt om uw gebruikersnaam en
wachtwoord op een onveilige manier te verzenden
(basisverificatie zonder beveiligde verbinding).

iGebruikersnaam: | £ s w |
Wachtwoord: | sesnunsl |
[ ] pit wachtwoord onthouden
[ oK l [ Annuleren

3. The next screen is the interface of your router. Please note that each brand of router has its own interface.
This is just an example.

Dray TeX I

Setup Main Menu

DrayTek Comp. -

L]

Basic Setup {Setup First) Quick Setup
== Quick Start Wizard == Imtermet Access Setup

== Administrator Password Setup
== LAN TCF/IP and DHCP Setup

Advanced Setup System Management
> Drynamic DMNS Setup ==  Omnline Status
==  Call Schedule Setup == VPN Connection Management
== MNAT Setup ==  Configuration Backup / Restoration
== RADIUE Setup = Syslog Setup
== Static Rowte Setup == Time Setup
== |P Filter/Firswall Setup 3 Mansgement Setup
== WPN and Remote Access Setup »>  Diagnostic Tools
== UUPNP Service Setup == Reboot System
== WLAM/Rate Control ==  Firmware Upgrade (TFTP Server)

Copyright © 2003, DrayTek Corp. All Rights Reserved.

4. Select NAT Setup. Please note that for each brand this can have a different name for NAT setup.
Portforward.com contains more information about most router brands.

5. Please choose ‘Configure Port Redirection Table’
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|Dray 7 I

= Advanced Setup » NAT Setup == Main Menu

@iuurﬂ- Port Redirection Table b

#» DME Host Setup

== Open Ports Setup

== Wiew Well-Known Ports List

Copyright © 2003, DrayTek Corp. All Rights Reserved.

6. Now we have to let the router know, on which port the camera is located.

Service name: give the camera a recognizable name, i.e. ebode IP Cam

Protocol: Select TCP

Public Port: You’ve checked this earlier on, please enter the right port for your camera (you can always use
the IPCamera Tool to look it up, as explained at the beginning of this chapter)

Private IP: Is the IP address of the camera. Again, you can use the IPCamera Tool to look it up

Private Port: This is the same as public port

Please tick the box for ‘active’

Then press ok
|Dray 7.« I

[ Advanced Setup = NAT Setup » Port Redirection == Main Menu
Port Redirection Table <= Bach
| Index | Service Mame | Protocol | PublicPort | Private IP [ F"n\ral:e Port Acl:nre
o e e o i e e ekl
1 [ ans T | I | [ | | L s 1] [ |
: o R e o
T T S e 1 e =T 1 —— |
I S e )
B | |fs2mseie || B | B
= T et
i ] T | it | O
| g N T v = 1 | g
= mama. | = ) iE
e | P 1 T | I |:|
| lnnnn E Hrn4rn 4 40 ] [nrnn ] O
| e T Ry, 45, 1 = i |:|-
[ PR T | ADa T e ] [ | 1 0O

Copyright © 2003, DrayTek Corp. All Rights Reserved.

July 2012 52 IPV38 Version 1.3



Now go to the DDNS Status from step 3.7.2 and check if it says ‘succeed’. You should now be able to login to
the camera from remote access.

However, we showed you one example, there are many different kinds of routers, therefore it’s difficult to
show fixed steps for each router, but here are some other samples of different router’s port forwarding
settings. Remember, portforwarding.com is a very useful source of information.

TP-LINK:
1. Login the router.

+ Virtual Servers

2. Choose “Forwarding”, select “Virtual Servers”
3. Click the Add New button, pop-up below:
Add or Modify a Virtual Server Entry

Service Port: I (- ar 354
IP Address: I

Protocol: ALL -

Status: IEnabIed 'l
Comrmon Service Port: I—Seled One— vl

Save | Return I

Figure 7.5
Fill the service port (except 80), IP address of the camera, then click Save
NOTE: The port and IP address should be the same as the Camera.

BELKIN:

1. Login to the router.

2. Choose “Firewall”, select “Virtual Servers”

3. Input the port (except 80) and IP address, then click save.

NOTE: The port and IP address should be the same as the Camera.
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BELKIN | Rouesewn il e

Firewall = Virtual Servers

il TN ESEn will BA0w YOU K FOUlE Sl o] [rdnme £alis for dar
sara (Fof T10. or offeer appscations Brough vour Fouer 1o wu

sesth S Wl G (P B, FTP
sl netwon Mats iifa

el Aectrn e % -
Chey vty 1 = B - |

ik

i
|

=
o

2| e

SHECE

S e B

Figure 7.6

DLINK:

1. Login the router.

2. Choose “Advanced”, select “Virtual Servers”

3. Input the port, IP address, Protocol, then click save.

NOTE: The “public port” & “private port” should be the same as camera’s port, choose the protocol to be
“both”.

DIR-601 SETUP ADVANCED TOOLS STATUS SUPPORT
e VIRTUALSERVER

The Virtual Server option allows you to define a single public port on your router for redirection Check the

to an internal LAN IP Address and Private LAN port if required. This feature is useful for hosting Application Name
online services such as FTP or Web Servers. wn menu for a
predefined

[ Save Settings ] [ Don't Save Settings ] 5 r b f you

24 — VIRTUAL SERVERS LIST

Traffic i
Port Type If_::\'.:jthe corresponding

Name Public Port  Protocol Schedule
rivomaxcam HTTP 81 Both = Aways ¥ You can select a

computer fro

1P Address of DHCP dlient:
g c

192.168.0.107 Computer Name 81 Alow Al =

Private Port Inbound Fitter

Name Public Port  Protocol Schedule
Application Name 0 TCP - Aways -
Private Port Inbound Fitter
1P Address

0.0.0.0 C ter N; 0 = Allow Al
Cmputer fame hd Select a schedule for

Narme Public Port  Protocal Schedule 1en the virtual server

Application Name o TP v Aways v I be enabled. If you
do not see the

Private Port Inbound Fitter schea\]\e you need in

Figure 7.7

Now you are finished setting up your camera. The next steps explain additional features of your camera and
FAQ.
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3.8 System Settings

Device Infa

Alias Settings
Date&Time Settings
Jsers Settings
Indicatar Settings
Backup & Restore
Log

Figure 8.0

3.8.1 Device Info

You can find the information about Device ID, Firmware Version, Embedded Web Ul Version, Alias, Alarm
Status, DDNS Status, UPnP Status and MSN status.

Device ID 000DCSD00EFA

Device Firmware Version 0.22.2.20

Device Embeded Web UI Version 20.84.23

Alias Demo

Alarm Status None

DDNS Status aipcam com Succeed http:/e0254 aipcam. com:8201
UPnP Status No Action

3.9 Alias Settings

Figure 8.1

Default device name is anonymous. You set any new nhame for your camera here, then click Submit.

3.10 Date &Time Settings

Set the date and time for your camera.
Choose the Clock Time zone of your country.

Alias ‘IP Cam 1.Enter a name you like
2.Submit to ﬁnish—’ Submit ] [ Refresh ]
Figure 8.2

You can choose Sync with NTP Server (Figure 8.3) or Sync with PC Time (Figure 8.4).
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Device Clock Time 20106F11 A 15H 2H— 14:34:56
Device Clock Timezone (GMT +05:00) Beijing, Singapore, Taipei
Sync with NTP Server Enable ittime sync with Server
Nip Server [renstor B .
Sync with PC Time ]
Submit to finish—]| Submit ﬂ Refresh
Figure 8.3

3.11 Users Settings

Device Clock Time 20106F11H15H EH— 143534
Device Clock Timezone (GMT +08:00) Beijing, Singapore, Taipei »
: I :
Sync with NTP Server r Select your time zone
Sync with PC Time [v] |— Enable it,IP Cam time sync with PC time
Submit to finish— Submit Refresh
Figure 8.4

Visitor: In this mode, you can only view. (Details 2.7).
Operator: You can control the direction of IP Camera and set some parameters. (Details 2.8).
Administrator: You can setup the advanced configurations of the IP Camera. (Details3.1-3.22).

User

Password

Eight accounts are acceptable for this system. Here you can set the user names and password as
Administrator, Operator or Visitor, with permission for them as below:

Group

admin

ipcam

Emo

Administrator

Operator W

Visitor

Il

il
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3.12 Pan, Tilt, (PTZ) Settings (note, there is no Zoom feature on this model)

Go center on boot
PT speed W
Upward patrol speed b =
D 5 ¥ | 0: The fastest
Leftward patrol speed £ v 10: The most slowly
Rightward patrol zspead ER

[Submit ] [ Refresh |

s
Q
=
o
[o¢]
D

1. Go center on boot: The camera rotates to the center automatically when it starts.

2. PT speed: Set Pan/Tilt speed.

3. Upward patrol speed: Set the speed of cruising upward.

4. Downward patrol speed: Set the speed of cruising downward.

5. Leftward patrol speed: Set the speed of cruising leftward.

6. Rightward patrol speed: Set the speed of cruising rightward.

NOTE: Value 0 means the fastest, value 10 means the slowest. In order to protect the camera’s motor, we
recommend that setting the speed to value 5.

3.13 Indicator Settings

Indicator hiode

Hon-connected network wi requency |

2
3.|Eeen extnguisned

Figure 8.7

Set the pilot lamp mode, to one of the following three options:

(1) Non-connected network out: Flicker while connected to the internet and turn off when disconnected.
(2) Non-connected network with more slow-frequency flicker: Flicker while connect to the internet and more
slower when disconnected.

(3) Extinguished: Stay OFF.

3.14 Backup & Restore

Backup

Restore Browse... | | Submit

Figure 8.8
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1) Backup: Backup all the IP Camera Parameters, if you want to save all the current settings that you have
set already, you can click Submit, then all the parameters you set will be stored as a parameters bin file.

2) Restore: Restore all the IP Camera Parameters, if you want to change the camera’s settings to a certain
status which has a backup, click Browse to load the bin file, then Submit it.

Log

Thu, 2010-11-04 20:03:00 admin 192.168.1.183 access
Thu, 2010-11-04 20:03:38 admin 183.16.186.128 access
Thu, 2010-11-04 20:15:01 motion detect
Fri, 2010-11-05 0B:48:09 motion detect
Fri, 2010-11-05 10:26:11 admin 192.168.1.164 access
Fri, 2010-11-05 12:27:53 motion detect
Fri, 2010-11-05 21:00:04 motion detect
sat, 2010-11-06 09:01:15 motion detect

Sat, 2010-11-0& 095:35:47 admin 152.168.1.164 ACCESS
Sat, 2010-11-06 09:41:36 motion detect
Sat, 2010-11-0& 11:21:03 admin 192.168.1.246 access

Sat, 2010-11-0& 12:05:09 motion detect
Sat, 2010-11-0& 12:10:23 motion detect

Sat, 2010-11-06 12:23:35 admin 192.1&68.1.183 access

Sat, 2010-11-06 12:29:39% admin 192.168.1.183 access

Sat, 2010-11-06 12:33:35 admin 192.168.1.183 access

Sat, 2010-11-06 12:33:44 admin 192.168.1.183 access

Sat, 2010=-11=-06 12:51:06 admin 192.168.1.183 access
Figure 8.9

Record User information, including weekday, date, time, user name, visitor IP address etc.

MSN Settings

User test@hotmail .com

Password Ty

|ipcamtest@hutmail_cum

|
| |
| |
| |
MSN buddy list I I
| |
| |
| |
| |

| Submit | | Refresh |

NOTE: Set the port forwarding successfully before setting MSN (Refer to port forwarding in DDNS settings).
Then go to the MSN settings page, fill in the correct user name and password, add the MSN buddy, max. up
to 10 friends, after submitting, the user(s) will be shown in your MSN friend list.
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Click System—Device Info to check the MSN status.

Device IDy 00EA2162836A
Device Firmware Version 17.22236
Device Embedded Web Ul Version 20.8.1.82
Alias DEMO 011
Alarm Stams None
DDNS Stams cipcam.com Succesd httpy/a5790 cipcam com:¥1
UPnP Stams UPnP Succeed
MSN Stamus < Succeed
- [[Refesh_

After you run your MSN, open the chat dialog, type in the word “url?”, after a few seconds, you will get a
reply for the remote access IP address for this IP camera.

3.15 Other Settings

Mail Service Settings
Fip Service Settings

Alarm Senvice Settings

>

Figure 9.0
Here you can configure some additional functions such as Motion Detection, Alarm, 10 Linkage, Schedule,
FTP Upload, Alarm Mail Alert, Record Path, etc.

3.16 Mail Service Settings

Set Mail Service Settings to enable the camera to send e-mail alerts when motion is detected.
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Sender IP Camerai@163.com | 1.5ender mailbox
Fecefer | [IP Camera@@163.com : SR

Feceiver 2 —Support 4 receivers
; Need not support SMT
Fecefwer 3 _

Fecewver 4

STP Server L o for sender

SMTP Port 25 ||~ 3.5MTP Port
Meed Authentication Enable it

SWMTP User IP Camera —4.Your user and password
SWTPE Password EII111
—

6.Test it—] | Test |Please zet at first, and then test.
Feport Internet IP by Ilail ¥l
” =ubmit ” [ Refresh

Figure 9.1
Sender: Make sure the sender mailbox server provider supports SMTP, and the mailbox should not enable SSL
or TSL encryption.
Receiver: Here you can set four receivers. For receiver, there is no SMTP limitation.
SMTP Server: The sender’s SMTP Server.
SMTP Port: The sender’s SMTP Port, usually is 25, some SMTP servers have their own port, such as 587.
Need Authentication: If there is SMTP user & password, please select authentication.
SMTP User: Input correct SMTP User here. Some SMTP User is the sender’s full email address, such as
test@gqg.com, some are without suffix, only the username, such as test.
SMTP Password: Input correct SMTP password here.
NOTE: Please click Submit first before choosing Test.
You will see the test result after click Test.

F . | o)
J WD UEIO'E test

/= Device(sarah) - Windows Internet Explorer

—

1" Ba | |+ - -
SA |g, 192.16... V| Bl | ||| X |.-_, | e
Fil=  Edit  View Faworites Tools  Help x '@ =
sl Favorites | 95 & * & | Free Hotmail £ | v
— >
| & Devicelsarsh) | | ﬁ - B ] m=n -~ Page ~ Safety ~ Tools ~ @-
Test ... Succeed
Cone &) Internet g ov Fio0w o~
Figure 9.2

If it shows the following errors when you click Test. Please check whether the information you filled in is
incorrect and try again.
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1) Cannot connect to the server.
2) Network Error. Please try later.
3) Server Error.

4) Incorrect user or password.

5) The sender is denied by the server. Maybe the server needs to authenticate the user, please check and

try again.

6) The receiveris denied by the server. Maybe because of the anti-spam privacy of the server.
7) The message is denied by the server. Maybe because of the anti-spam privacy of the server.

8) The server does not support the authentication mode used by the device.

Report Internet IP by Malil: If selected, you will receive e-mails that contain the camera’s internet IP. When
camera is powered on or Internet IP changed, it will send the internet IP by e-mail. (For example: IPCAM's

URL is http://121.213.109.69:1008).

3.17 FTP Service Settings

Set the FTP Service, you can upload images to your FTP server when motion is detected.

FTF Server [192_168.1.50

FTP Port 21

FTP User | IPCAM

FTF Password sennn |

FTP Upload Folder i

FTPF Mode 'PORT |
}]east set at first, and then test.

—

Uplead Image Now L

Upload Interval (Seconds) o =
[ Submit | [ Refresh |
R

Flease click Submit first before test

Figure 9.3

FTP Server ftp.ipvideo.com
FTP Port 21
FTP User test@ipvideo.com
FTP Password ey |
FTP Upload Folder ! |
FTP Mode PASV v/
[ﬁ] Please set at first, and then test.
Upload Image Now
Upload Interval (Seconds) 20| |

[ Submit | [ Refresh |

Figure 9.4

FTP Server: If your FTP server is set up in LAN. You can set as Figure 9.3.

If you have an FTP server that can be accessed from the Internet, you can set as Figure 9.4.

FTP Port: Usually the port is 21.
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FTP Upload Folder: Make sure that the folder you plan to store images in exists. The camera cannot create
the folder itself. Also, the folder must be erasable.

FTP Mode: It supports standard (POST) mode and passive (PASV) mode.

Upload Image Now: It will upload images when you selected it. Here Upload Interval refers to the time
between the current image and the next image.

NOTE: Here upload image now means it can upload images freely, no alarm trigger needed.
Click Submit after these settings. Then click Test. You will see the following picture.

i Device(|PCeond) - Windows Internet Explorer g@l@
",' __, & 192,165,1,10¢ ol | B ||| 2| | RS R~
File Edit Viewe Favorites Tools  Help X "t'- z
wr Favorites | o ] * @ FresHotmal £ x
& Device(IPCAM) f v E) [0 g v Pagew Safety~ Took - @~

Test ... Succsad

Done g Irkernet Fa = Rilore -

Figure 9.5
If it prompts error information as follows.
1) Cannot connect to the server. Please check FTP Server is correct.
2) Network Error. Please try later.
3) Server Error.
4) Incorrect user or password. Please check the username and password is correct.
5) Cannot access the folder. Please be sure the folder exists and your account is authorized.
6) Error in PASV mode. Please be sure the server supports PASV mode.
7) Error in PORT mode. PASV mode should be selected if the device is behind a NAT.
8) Cannot upload file. Please be sure your account is authorized.
Please check if parameters you filled in are correct. The format of image is like 000DC5DO008FA (IPCAM)
_0.20101115152525 25.jpg
Please check if your FTP server supports this format of file name.

3.18 Alarm Service Settings
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Mail Service Settings Motion Detect Armed O
: . Alarm Input Armed N
Ftp Senvice Settings
Sound on Alarm
Alarm Service Settings Record on Al
Path Seftings | Submit | | Refresh |
>
Figure 9.6

Enter Alarm Service Settings page to configure Motion Detection function.
3.18.1 Moation Detect Armed

If you enable Motion Detect Armed, it will record and make an alarm sound when there is motion detected.

Motion Detect Armed [ 1.Enable it
Motion Detect Sensibility 5 ¢ [the bigger number,the higher sensitivity)
Start the motion detection compensation | [| (Reduce false alarms in case of the light mutation)
Alarm Input Armed il \ 2. Choose the zenzibility
10 Linkage on Alarm ¥l
Alarm Notification by Http L
Send Mail on Alarm ]
Call the preset position disabled
Upload Image on Alarm d
Scheduler ]
Sound on Alarm —h 3. Enable it optional
Record on Alarm [] e 4. Submit
Figure 9.7

After you enable motion detect armed, if there is motion detected, the Alarm Status will turn to Motion
Detect Alarm. (Figure 9.8).

Device ID 000DCSDO0SFA
Device Firmware Version 0.222.20
Device Embeded Web UL Version 208423
Aliaz Demo
Alarm Status Motion Detect Alarm
DDNS Status aipcam com Succeed hitp//e0254 aipcam com:8901
UPnP Status UPnP Succeed
Figure 9.8
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3.18.2 Motion Detect Sensitivity
You can choose level 1-10; level 10 means the most sensitive, 1 means the least sensitive.

Motion Detect Armed
[Motion Detect Sensibility | 5 | v|(the bigger number.the higher sensitivity)
Start the motion detection compensation ; leduoe false alarms in case of the light mutation)
Alarm Input Armed 3
10 Linkage on Alarm
Alarm Notification by Hitp 6
Send Mail on Alarm ;
Call the preset position 9 bd v
Upload Image on Alarm E
Figure 9.9

3.18.3 Alarm Input Armed / IO Linkage on Alarm
If you want to connect external alarm devices, when it’s an alarm input device, choose Alarm Input Armed
to enable it, when it’s an output device, choose 10 Linkage on Alarm to enable it.

Motion Detect Armed Enable it for motion cletect
Motion Detect Sensibility Choose the motion detect sensibility
Alarm Input Armed | 4] |-Enable it for alarm input
Triger Level | High V]l-Choose the triger level
IOLinkageonAlaom || M -E Enable it for linkage on alarm
Output Level ['-OW ¥Choose the output level
Send Mail on Alarm |T_FEnable it
[Upload Image on Alarm | [O0] Send mail on Alarm
Scheduler oo Enable it
Sound on Alarm
Record on Alarm

Submit | Refresh |

Figure 10.0

There are two options for Trigger Level. (Figure 10.1).
High: When the external alarm device is close, then the alarm is triggered.
Low: When the external alarm device is switching off, then the alarm is triggered.

Alarm Input Armed 1
Triger Level High |+| — 2
10 Linkage on Alarm Low

Figure 10.1
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There are two options for Output Level. (Figure 10.2).
High: When chosen, the |0 Pins work as a switch that is closed.
Low: When chosen, the |0 Pins work as a switch that is switching off.

{10 Linkage on Alarm | 3

Send Mail on Alarm ;

i s {High  }
Figure 10.2

3.18.4 10 Pins for IO Alarm Linkage

Figure 10.3

I/OPINS:1 Output 2 Output 3 Alarminput 4 Input (GND)

Input pins: The input pins can be used for 1-way external sensor input. For example, you may connect a
Passive Infrared Sensor (PIP) to it for motion detection. When external sensor triggered, IP CAMERA can be
programmed to send an e-mail with picture or control the internal relay output.

If you link an external alarm device to Pins 3 and 4, when Alarm Input Armed is selected (Figure 10.0),
external alarm is enabled.

Output pins: The output pins can be enable 10 linkage on alarm.

You can also use @& & &3 to control IO output Switch ON/OFF (See Figure 4.4).

NOTE: All the pins work as switch only.

3.19 Send e-mail on Alarm

When chosen, it will send picture and e-mail to your e-mail once alarmed. (First you should finish the e-mail
Service Settings. Figure 9.1).

NOTE: It usually will send 6 snapshots by one e-mail to your mailbox for each alarm triggered. Each alarm will
last for 60 seconds.

Upload Image on Alarm

Enable Upload Image on Alarm to set upload images to FTP once alarmed.
Upload Interval: Set the upload interval (Seconds).

NOTE: The total alarm time is 60 seconds.

Upload Image on Alarm
Upload Interval (Seconds) 0
Figure 10.4
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Scheduler

Here you can set the camera alarm during the time you set. Choose Scheduler and set the date & time
range. (Figure 10.5) From Monday to Sunday, and every day divided into 24 hours, each hour divided into 4
quarters.

Left click the frame of the time range, it will turn to blue color, which means the time you choose to be
armed.

Click it again, it will turn back to gray, which means delete the scheduler.

NOTE: Make sure the date & time settings are correct first. (Figure 8.3).

ATTENTION: If you don’t choose Scheduler, the camera will alarm anytime when motion triggered.

[Scheduler | —Enable it to set Scheduler

Day| 0 [ 1|2 [3|4]|5]|6|7 8|9 |10[11]12]13]14]15]16]17]18[19[20][21[22]23
vl |l |l |l | | |l

Tue |
11:"3|:1:'
Thu
Fri |
Sat |

ot et : e A ] i I -
mCligk/to lset schle.s.:ll.l_ler, | R
++ 1 I - . I et 1

Figure 10.5

Sound on Alarm

When motion is detected, there will be a beep sound during the alarm, you can control this sound here.
If Enabled, there will be sound once alarmed.

If Canceled, there will be no sound once alarmed.

Record on Alarm
If you want the camera to record for every alarm, choose Record on Alarm to enable it.
If you do not want the camera to record once the alarm is triggered, cancel it here.

sound on Alarm | |
Record on Alarm | l
Figure 10.6

Once an alarm has occurred, there will be indication as below:
1. The corresponding status light turns Red and keeps blinking.

& 6
Figure 10.7

2. If you set Sound on Alarm, you can hear a beep sound from your computer you use when alarmed.
(Figure 10.6).

3. If you set Record on Alarm, the camera will record automatically for approx one minute. You can find the
record file in the folder which you set. (Figure 10.9).

4. If you set Send Mail on Alarm, you will receive e-mail alarm alert once motion is detected. (Figure 10.0).

5. You can also set Scheduler to enable the camera to send e-mails during a special time range you want.
(Figure 10.5).

6. If you set Upload Image on Alarm, it will upload images to the FTP Server you set already, once alarmed.
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(Figure 10.4).
NOTE: Each alarm only lasts for approx one minute, all the above functions for motion detection triggered

only.

REC Automatically and Save to PC

When you enable motion detect and open the camera monitoring page on the PC, if there is an alarm
triggered, REC will start automatically for several seconds and save to the PC.

New Feature: Start the motion detection compensation and Alarm notification by Http.

3.20 Path Settings
Mail Service Settings
Ftp Semnvice Settings

Alarm Senvice Settings

Figure 10.8

Here you can set record path and alarm record path for the camera.

RecordPat

Alarm Record Path  |E\

Figure 10.9

Record Path: Here you can set the manually record path. Click _ then start manual recording,

the record file will be saved to the specified path you set here.
Alarm Record Path: Here you can set the alarm record path. When motion is detected, and record enabled,
it will start alarm record automatically, the record file will be saved to the specified path you set here.

[Record Path | E\  Choose recdd path in your PC— Browse...
[Atarm Record Pait] (Ehoose alarm recadrd path in your PG Browse...

Figure 11.0

NOTE: If you couldn’t set the path here in Windows 7 or Vista, please do it as below:

Windows 7 or Vista’s security level is higher than Windows XP, for “Path Settings”

1. User could add the Device IP address to the IE’s ‘Trusted sites’ first. The step is:

“|IE browser—Tool—Internet Proper—Security—Trusted sites—Sites—Add”.

2. You can also run the |IE as administrator, input the IP address of the camera manually. (Figure 11.1).
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£ Login

£ | Device(anonyrmous)

E  Device{anonymoius)
£ Device(1220)

£ Device(anonymous)
£ Login

& Device(anonyrmous)

3.left click |

Open
E‘ Run as administrator

. Unpin from Taskbar
ick
Properties

@ Unpin this program from taskbar

Figure 11.1
3.21 Server Push Mode (For Safari, FireFox, Google Browser)

Choose Server Push Mode, login the camera, you will see the main user interface as below:

% snapshot

Figure 11.2

NOTE: Server Push Mode does not support ActiveX.
Play, Stop, Record, Audio, Talk, Multi-device settings, Path settings functions are controlled by ActiveX, so if

you use Safari, Firefox, Google chrome browser, it is not possible to use these options.
The other functions are the same as for IE Browser.
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3.22 Sign in mobile phone

If you are using a mobile phone, choose Sign in mobile phone, login to the camera, you will see the main
user interface as below:

Figure 11.3

NOTE: Mobile phone Mode doesn’t support ActiveX.
In mobile phone mode, it only supports some simple functions, such as Resolution, Mode, Bright, Contrast,
Pan/Tilt control, Snapshot, Reversal, Mirror, 10 Linkage functions.
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3.23 Compatible Apps for mobile devices

Recently we introduced our own ebode app for the IP camera. With this app you can
remotely view and control your ebode IP camera from your iPad®, iPhone® or iPod
Touch®, wherever you are*.

Go to the App Store to download the |PVision App (€3,99)

FEATURES

- View the live video feed of your cameras

- Control the cameras in all 8 directions (if supported by the camera)
- Motion detection (only for cameras that support it): send mail on motion detection, set sensitivity, Quickly
enable/disable the alarm

- Zoom in and out on the image by pinching (even when your camera doesn't support zoom)

- Fullscreen by rotating the device to a landscape position

- Fullscreen controls

- Swipe in fullscreen view to select another camera, this only works when not zoomed in (double tap to
zoom to 100%)

- Take snapshots and save it to your camera roll

- Adjust brightness/contrast

- Mirror and flip is taken into account (so the controls will still work intuitively, even when the camera is
mounted to a ceiling for example)

- Change camera resolution

- Adjust brightness and contrast

- Multiple camera support (up to 144 cameras)

- Mosaic view for showing 4 cameras (in landscape) and 6 cameras (in portrait) simultaneously

- Swipe in mosaic view to view more other cameras

- Possibility to lock PTZ controls and/or rotation

- i0S 4 tested and supported

- Taking full advantage of retina display on iPhone 4

SUPPORTED CAMERAS

Please note that this app is ONLY compatible with ebode MJPEG cameras, cameras of other brands are
not supported.

*** NOTE THAT NOT ALL FEATURES WILL WORK WITH ALL CAMERA MODELS ***

*3G or wireless network connection required. For use outside your home network you'll need to setup port
forwarding on your router, see the FAQ.

Also there is a free App available: The CamViewer from John McKerrell
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4.0 APPENDIX

4.1 Frequently Asked Questions

Note: For most problems you might encounter, please check Network connections first.

Check the working status revealed by the indicators on the network server, hub, exchange and network
card. If abnormal, check the network connections.

4.1.1 | have forgotten the administrator username and/or password.

To reset the administrator username and password, press and hold down the RESET BUTTON for 15 seconds.
Release the power button and the username and password will be reset back to the factory default
administrator username and password.

Default administrator username: admin

Default administrator password: None, i.e., no password

4.1.2 Subnet doesn’t match, double click to change

If IP Camera Tool shows error information “Subnet doesn’t match, double click to change!” Please choose
Obtain IP from DHCP server. (Figure 2.2).

If it still shows this error after obtaining IP from DHCP server, please check local area connection of your
computer, change subnet, gateway of the camera. Keep them in the same subnet as your computer.
(Figure 2.3).

4.1.3 IP Address configuration

Check whether IP address of the IP camera server shares the same subnet as your computer: Click My
Computer >Control Panel> Network & Dial-up Connections > LAN > Attributes >Internet Protocols (TCP/IP),
and check IP Address and Subnet Mask. Make sure they are in the same subnet when configuring the
camera’s IP address manually.

4.1.4 Can’t access IP camera via the Internet

Some typical reasons:

1. ActiveX controller is not installed correctly (see more details: Figure 2.9 - Figure 3.1).

2. The port that the camera is using is blocked by your Firewall or Anti-virus software. Please change to
another port number and try again. (Figure 3.2).

3. Port forwarding is not successful (for more details see Figure 7.4 - Figure 7.9).
Double check these settings and make sure they are correct.

4.1.5 IP Camera Tool could not find camera’s IP

Make sure the camera is connected to its power supply and the power supply is plugged in.

Check if the network cable is not loose.

Make sure DHCP is enabled in your router, don’t enable MAC address filter.

Make sure that firewall or anti-virus software does not block the camera. You can add the camera as a
trusted site in your firewall or anti-virus software.

4.1.6 UPnP always fails
UPNnP only contains port forwarding in our recent software. Sometimes, it might fail to do port forwarding
automatically because of firewall or anti-virus software. It also relates to your router’s security settings. So we
recommend you do port forwarding manually. You can view your camera via the Internet successfully after
you do port forwarding manually in your router.
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4.1.7 Couldn’t find the shortcut on desktop after install IP camera tool

If you use Windows 7 or Vista, and you could not find the shortcut on desktop after installing the IP camera
tool, please check if the path of the tool port to is correct.

For example, was it was pointing to C:\Windows\System32\IPCamera.exe.

Please fix this by pointing the shortcut to the correct path C:\Windows\SyswWOW64\IPCamera.exe. After this
you should be able to use the shortcut without any problems.

4.1.8 | can’t change the record path

When you use Windows 7 or Vista, you may be not able to change the record path due to the security
settings of your computer.

1. Please add the camera as a trusted site to solve this issue.

The step is: “IE browser—Tool—Internet Proper—Security—Trusted sites—Sites—Add”.

2. You can also run the IE as administrator; input the IP address of the camera manually.

4.1.9 1 can’t find multi-device settings and record icon
Record and multi-device function are controlled by activeX controller.
So if you use Safari, Firefox, or Google chrome, it is not possible to use these functions.

4.1.10 Camera cannot connect wirelessly

If your camera could not connect wirelessly after you set wireless settings and unplug the Network cable:
Please check whether your settings are correct. (Details: Wireless LAN settings).

If the camera can’t connect wirelessly it is usually because of wrong settings.

Double check the SSID, Encryption share key, Channel, should be the same as your wireless router.

Share key should not contain special characters, only letters and numbers.

Don’t enable MAC address filter.

4.1.11 | can’t see other cameras in multi-device configuration by remote access

If you want to view all the cameras in your WAN. Make sure that each camera you add in multi-device
settings can be logged-in using DDNS name and port number. Use DDNS domain name to fill in the host
checkbox, not camera’s LAN IP. Double check your settings. (Details: Set Multi-Device for WAN).

4.1.12 1 only see black screen or unusual code when remotely logged in

If you could access the login page in a remote place, it indicates that your DDNS settings are correct. But if
you could not see live video, but only some undefined characters, it may be internet speed problems,
especially if the camera works OK via Wi-Fi.

4.1.13 There’s no picture (Problems with ActiveX Controller)
If using |IE browser to connect the camera for the first time, and there is no image displayed, you might need
to install ActiveX. You need to change some browser settings to enable ActiveX. (See: For IE Browser).

4.1.14 Problems with network bandwidth

The image frame rate is subject to the following factors:

1. Network bandwidth.

2. PC performance, network environment and display preference setting (brightness, theme, etc).
3. The number of visitors (too many visitors will slow down the image frame rate).

4. Choice of switch or hub (use a switch for multiple IP Camera Servers rather than a HUB).
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4.1.15 How to register an account from DDNS web
You can enter http://www.dyndns.com and register an account.

4.1.16 Pop-up the prompt” Fail to connect to the device...”?
This prompt only appears in the case of using multiple cameras.

When you set multiple cameras, and the device status light changes to yellow ﬁ please make sure the

cameras are connected to power and working correctly.

4.2 Default Parameters

Default network Parameters

IP address: dynamic

Subnet mask: dynamic

Gateway: dynamic

DHCP: Disabled

DDNS: factory DDNS and third party DDNS

Username and password

Default administrator username: admin
Default administrator password: None, i.e., no password, please leave blank
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5.0 SPECIFICATIONS

Model
Image Sensor

IP Vision 38

Video / Image Setting
Video Compression

Sensor 1/4” Color CMOS Sensor

Resolution 640 x 480 Pixels (300k Pixels)

IR Lens f: 6.0mm, F 2.0 (3.6mm lens optional)
Viewing Angle 60 Degree (3.6mm lens is 90Degree)
Minimum lllumination 0.5Lux @ F2.0

MJPEG

Video Frame Rate

15fps(VGA), 30fps(QVGA)

Resolution

640 x 480(VGA), 320 x 240(QVGA)

Flip Mirror Images

Vertical / Horizontal

Light Frequency

50Hz, 60Hz or Outdoor

Video Parameters

Brightness, Contrast

Audio talk-back

Communication

System Interface

Built-in Mic

10Base-T/100Base-TX Ethernet Port

Supported Protocols

TCP/IP, DHCP, SMTP, HTTP, DDNS, UPNP, PPPOE, FTP, DNS, UDP, GPRS

Wireless LAN

Supports wireless networks (Wi-Fi/802.11/b/q)

WEP Encryption

Disable / 64 bit / 128 bit

WPA/WPA2 Encryption

Physical / Environment

TKIP / AES

Power Supply 5VDC/2A External Power Adapter
Power Consumption 5W (Max.)

Operate Temperature| 0°C ~55°C

Operate Humidity 20%-85% non-condensing
Storage temperature | -10°C ~ 60°C

Storage Humidity

PC System Requiremen
CPU

0%-90% non-condensing

2.0 GHZ or above

Memory Size

256 MB or above

Display Card

64M or above memory

Supported OS

Microsoft Windows 98/ME/2000/XP/Vista/7

Browser IE6.0, IE7.0, IEB.O, Firefox, Safari, Google chrome etc
Certification CE, FCC, RoHS
Warranty Limited 1 year warranty
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6.0 OBTAINING TECHNICAL SUPPORT

We hope your experience with your IP network camera is enjoyable, but if you experience any issues or have

any questions that this User’s Guide has not answered, please visit www.ebodeelectronics.eu or e-mail

info@ebodeelectronics.eu.

This manual is based on the latest version of the camera at it's release. Updates might become available
overtime, so make sure you always make sure to run the latest firmware version for your camera in order to

obtain support.

If your camera does not support some special functions shown in this manual, please contact our technical

support team to obtain the latest Firmware and WEB Ul file for upgrading.
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DECLARATION OF CONFORMITY

Hereby, ebode declares that this IPV38 is in compliance with the essential
requirements and other relevant provisions of the following Directives:

1) Directive 1999/5/EC of the European Parliament and of the Council of 9 March
1999 on radio equipment and telecommunications terminal equipment and the
mutual recognition of their conformity

2) Directive 2004/108/EC of the European Parliament and of the Council of 15
December 2004 on the approximation of the laws of the Member States relating to
electromagnetic compatibility

3) Directive 2006/95/EC of the European Parliament and of the Council of 12
December 2006 on the harmonization of the laws of Member States relating to
electrical equipment designed for use within certain voltage limits

4) Directive 2002/95/EC of the European Parliament and of the Council of 27
January 2003 on the restriction of the use of certain hazardous substances in
electrical and electronic equipment

5) Directive 2005/32/EC of the European Parliament and of the Council of 6 July
2005 establishing a framework for the setting of eco design requirements for
energy-using

Technical data and copies of the original Declaration of Conformity are available
and can be obtained from ebode electronics: PB 25, NL-4264ZG, the Netherlands.

C€

User Information for Consumer Products Covered by EU Directive 2002/96/EC on
Waste Electric and Electronic Equipment (WEEE)

This document contains important information for users with regards to the proper
disposal and recycling of ebode products. Consumers are required to comply with
this notice for all electronic products bearing the following symbol:

Environmental Information for Customers in the European Union

European Directive 2002/96/EC requires that the equipment bearing this symbol on
the product and/or its packaging must not be disposed of with unsorted municipal
waste. The symbol indicates that this product should be disposed of separately from
regular household waste streams.

It is your responsibility to dispose of this and other electric and electronic equipment
via designated collection facilities appointed by the government or local authorities.
Correct disposal and recycling will help prevent potential negative consequences
to the environment and human health.

For more detailed information about the disposal of your old equipment,

please contact your local authorities, waste disposal service, or the shop
where you purchased the product.
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DECLARATION OF CONFORMITY TO R&TTE DIRECTIVE 1999/5/EC
for the European Community, Switzerland, Norway, Iceland and

Liechtenstein

Product category: general consumer (category 3).

English: This equipment is in compliance with the essential requirements and other
relevant provisions of the European R&TTE Directive 1999/5/EC

Deutsch [German]: Dieses Gerat entspricht den grundlegenden Anforderungen und
den weiteren entsprechenden Vorgaben der Richtlinie 1999/5/EU.

Nederlands [Dutch]: Dit apparaat voldoet aan de essenti€le eisen en andere van
toepassing zijnde bepalingen van de Richtlijn 1999/5/EC.

Svenska [Swedish]: Denna utrustning star | 6verensstammelse med de vasentliga
egenskapskrav och ovriga relevanta bestammelser som framgar av direktiv
1999/5/EG.

Francgais [French]: Cet appareil est conforme aux exigences essentielles et aux
autres dispositions pertinentes de la Directive 1999/5/EC

Esparfiol [Spanish]: Este equipo cumple con los requisitos esenciales asi como con
otras disposiciones de la Directiva 1999/5/CE.

Portugués [Portuguese]: Este equipamento esta em conformidade com os requisitos
essenciais e outras provisdes relevantes da Directiva 1999/5/EC.

Italiano [ltalian]: Questo apparato € conforme ai requisiti essenziali ed agli altri
principi sanciti dalla Direttiva 1999/5/CE.

Norsk [Norwegian]: Dette utstyret er i samsvar med de grunnleggende krav og
andre relevante bestemmelser i EU-direktiv 1999/5/EF.

Suomi [Finnish]:Tama laite tyttaa direktiivin 1999/5/EY olennaiset vaatimukset ja on
siin& asetettujen muiden laitetta koskevien maéaréaysten mukainen.

Dansk [Danish]: Dette udstyr er i overensstemmelse med de vaesentlige krav og
andre relevante bestemmelser i Direktiv 1999/5/EF.

Polski [Polish]: Urzgdzenie jest zgodne z ogdlnymi wymaganiami oraz szczegdlnymi
warunkami okreslonymi Dyrektywq UE: 1999/5/EC
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Also available from ebode: LightSpeaker

The Next Bright Idea

The unique ebode LightSpeaker™ cleverly
combines low consumption LED lighting
with wireless sound in one easy ‘plug and
play’ system that can be hidden away in a
lampshade or light fitting. Install it into any
room in just a few minutes without tools or
extra wiring!

LightSpeaker™ can be mounted into many different light fixtures including pendants
fittings, table and floor lamps.

It can even be recessed into your ceiling using our custom-made fitting. All you
need is an iPod™, HiFi, television or PC to provide your music and a standard E27
socket to plug into, and this multiroom, two source system will deliver brilliant lighting
and tuneful music around your home - free of wires and headphones.

How it works

Up to two music sources - an iPod™ and a radio for example, can be connected to
the transmitter in the base station, which wirelessly sends the sound to the
LightSpeakers™ which are screwed into a standard E27 socket to receive their
power.

The wireless transmitter base station or the supplied remote control allow you to

control your source, music and lighting levels from anywhere in your home. Up to
four pairs of LightSpeakers™ can be ‘paired’ to one base station.

July 2012 78 IPV38 Version 1.3



Also available from ebode: Home Automation Modules

ebode offers a wide range of Home Automation products and solutions which help

you control your “‘electrical environment’. The home automation modules are ideal

to (remotely) control blinds/rollers, home cinema screen, lighting,

household appliances.

On-Wall Modules

Product Description
EM 2-position RF wall switch, ideal for retro fit installations
to e.g. control blinds, shutter, home cinema screens /
but also lighting or appliances. —
IMRF Single position RF wall switch, ideal for retro fit
installations to e.g. control applications or an inside or
outside light.
RMV Control your shutter, blind or e.g. cinema screen via
the front panel keys, or remotely via any ebode / X10 /
compatible controller. —
RMA Control your appliance, light or e.g. pump via the
front panel keys, or remotely via any ebode/X10 /
compatible controller. —
RPA, Ideal for retro fit installations, the classic X10 plug-in
RPL, RPT module in a new and stylish jacket. Control your &

appliance or lamps etc, via any ebode or X10
compatible controller via PLC AND RF!

TPC / New stylish RF remote to control any ebode or X10
TMML compatible RF receiver.

In-Wall Modules

Product Description
EMML 2-position RF in-wall module to install behind any -
mechanical wall switch. The EMML is battery
operated. F==t
RMML In-wall RF receiver, ideal for any switches lights and =

appliances up to 300W.
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